
OMB Number: 4040-0004
Expiration Date: 12/31/2022

* 1. Type of Submission: * 2. Type of Application:

* 3. Date Received: 4. Applicant Identifier:

5a. Federal Entity Identifier: 5b. Federal Award Identifier:

6. Date Received by State: 7. State Application Identifier:

* a. Legal Name:

* b. Employer/Taxpayer Identification Number (EIN/TIN): * c. UEI:

* Street1:

Street2:

* City:

County/Parish:

* State:

Province:

* Country:

* Zip / Postal Code:

Department Name: Division Name:

Prefix: * First Name:

Middle Name:

* Last Name:

Suffix:

Title:

Organizational Affiliation:

* Telephone Number: Fax Number:

* Email:

* If Revision, select appropriate letter(s):

* Other (Specify):

State Use Only:

8. APPLICANT INFORMATION:

d. Address:

e. Organizational Unit:

f. Name and contact information of person to be contacted on matters involving this application:

Application for Federal Assistance SF-424

Preapplication

Application

Changed/Corrected Application

New

Continuation

Revision

07/20/2022

Illinois

Collinsville Police Department

37-6001398 ZJKQNKNZ5AJ3

200 West Clay St.

Collinsville

Madison County

IL: Illinois

USA: UNITED STATES

62234-3218

Collinsville Police Department Patrol Division

Keith

Aaron

Jackson

Lieutenant

Collinsville Police Department

6187915811 618-344-2137

kjackson@collinsvilleil.org

Funding Opportunity Number:O-BJA-2022-171368 Received Date:Jul 20, 2022 11:55:31 AM EDTTracking Number:GRANT13683561



* 9. Type of Applicant 1: Select Applicant Type:

Type of Applicant 2: Select Applicant Type:

Type of Applicant 3: Select Applicant Type:

* Other (specify):

* 10. Name of Federal Agency:

11. Catalog of Federal Domestic Assistance Number:

CFDA Title:

* 12. Funding Opportunity Number:

* Title:

13. Competition Identification Number:

Title:

14. Areas Affected by Project (Cities, Counties, States, etc.):

* 15. Descriptive Title of Applicant's Project:

Attach supporting documents as specified in agency instructions.

Application for Federal Assistance SF-424

C: City or Township Government

Bureau of Justice Assistance

16.738

Edward Byrne Memorial Justice Assistance Grant Program

O-BJA-2022-171368

BJA FY 22 Edward Byrne Memorial Justice Assistance Grant Program - Local Solicitation

C-BJA-2022-00155-PROD

Category 2 - Applicants with eligible allocation amounts of $25,000 or more

Collinsville Police Department Body Worn Camera Implementation

View AttachmentsDelete AttachmentsAdd Attachments

View AttachmentDelete AttachmentAdd Attachment1234-Areas Impacted by Grant.pdf

Funding Opportunity Number:O-BJA-2022-171368 Received Date:Jul 20, 2022 11:55:31 AM EDTTracking Number:GRANT13683561



* a. Federal

* b. Applicant

* c. State

* d. Local

* e. Other

* f.  Program Income

* g. TOTAL

.

Prefix: * First Name:

Middle Name:

* Last Name:

Suffix:

* Title:

* Telephone Number:

* Email:

Fax Number:

* Signature of Authorized Representative: * Date Signed:

18. Estimated Funding ($):

21. *By signing this application, I certify (1) to the statements contained in the list of certifications** and (2) that the statements 
herein are true, complete and accurate to the best of my knowledge. I also provide the required assurances** and agree to 
comply with any resulting terms if I accept an award. I am aware that any false, fictitious, or fraudulent statements or claims  may 
subject me to criminal, civil, or administrative penalties. (U.S. Code, Title 18, Section 1001)

** The list of certifications and assurances, or an internet site where you may obtain this list, is contained in the announcement or agency 
specific instructions.

Authorized Representative:

Application for Federal Assistance SF-424

* a. Applicant

Attach an additional list of Program/Project Congressional Districts if needed.

 * b. Program/Project

* a. Start Date: * b. End Date:

16. Congressional Districts Of:

17. Proposed Project:

IL-013 IL-013

1235-Congressional Districts Program-Proje Add Attachment Delete Attachment View Attachment

01/01/2023 12/31/2027

123,100.00

0.00

0.00

27,237.00

0.00

0.00

150,337.00

a. This application was made available to the State under the Executive Order 12372 Process for review on

b. Program is subject to E.O. 12372 but has not been selected by the State for review.

c. Program is not covered by E.O. 12372.

Yes No

Add Attachment Delete Attachment View Attachment

** I AGREE

Keith

Aaron

Jackson

Lieutenant

6187915811 618-344-2137

kjackson@collinsvilleil.org

Keith A Jackson

* 20. Is the Applicant Delinquent On Any Federal Debt?  (If "Yes," provide explanation in attachment.)

* 19. Is Application Subject to Review By State Under Executive Order 12372 Process?

07/20/2022

If "Yes", provide explanation and attach 
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Collinsville Police Department 
200 West Clay Street, Collinsville, IL 62234 

Phone: 618-344-2131 
FAX: 618-344-2137 

 

 

 
 
 
 
 
 
 
 
 
 
 
 

BJA FY 2022 Edward Byrne Memorial Justice Assistance Grant Program- Local 
Solicitation 

Opportunity ID O-BJA-2022-171368 

Areas Affected By Project 

The areas affected by the body-worn camera project would consist of the entire City of 
Collinsville, IL.  The city is composed of two separate counties to include Madison 
County and St. Clair County.  In addition, Collinsville, IL is geographically located in the 
Metro-East near St. Louis City (MO) and numerous other venues in which officers and 
investigators will likely travel during law enforcement functions.  These other venues that 
would likely be affected during law enforcement activities while utilizing a body-worn 
camera include those in Madison County such as: 

Collinsville, Illinois 
Maryville, Illinois  
Glen Carbon, Illinois  
Edwardsville, Illinois  
Granite City, Illinois  
Pontoon Beach, Illinois  
Alton, Illinois  
Hartford, Illinois 
Roxana, Illinois 

 

Madison, Illinois   
Troy, Illinois  
St. Jacob, Illinois  
Highland, Illinois   
Marine, Illinois  
Wood River, Illinois 
East Alton, Illinois 
South Roxana, Illinois 
Bethalto, Illinois 
 
Unincorporated Madison County 
(venue of Madison County 
Sheriff’s Department) 
 

 
 

Stephen R. Evans 
Chief of Police 

Tracking Number:GRANT13683561 Funding Opportunity Number:O-BJA-2022-171368 Received Date:Jul 20, 2022 11:55:31 AM EDT



Collinsville Police Department 
200 West Clay Street, Collinsville, IL 62234 

Phone: 618-344-2131 
FAX: 618-344-2137 

 

 
These other venues that would likely be affected during the course of law enforcement 
activities while utilizing a body-worn camera include those in St. Clair County such as: 
 

Collinsville, Illinois 
Fairview Heights, Illinois  
Caseyville, Illinois  
Fairmont City, Illinois  
O’Fallon, Illinois  
Belleville, Illinois  
Cahokia Heights, Illinois  
Washington Park, Illinois  
Alorton, Illinois  
Shiloh, Illinois 

 

Brooklyn, Illinois   
Centreville, Illinois  
East St. Louis, Illinois  
Swansea, Illinois   
Lebanon, Illinois 
 
Unincorporated St. Clair County 
(venue of St. Clair County Sheriff’s 
Department) 

 
 

 
Lastly, due to our geographic location near Missouri, our officers and investigators 
commonly have dealings with venues in Missouri such as: 
 
St. Louis City 
St. Louis County and surrounding municipalities 

 

Tracking Number:GRANT13683561 Funding Opportunity Number:O-BJA-2022-171368 Received Date:Jul 20, 2022 11:55:31 AM EDT



Collinsville Police Department 
200 West Clay Street, Collinsville, IL 62234 

Phone: 618-344-2131 
FAX: 618-344-2137 

 

 

 
 
 
 
 
 
 
 
 
 
 
 

BJA FY 2022 Edward Byrne Memorial Justice Assistance Grant Program  
Local Solicitation  

Opportunity ID O-BJA-2022-171368 

Congressional Districts for Program/Project 

The Congressional Districts for the Program/Project  consist of: 

• IL-012 
• IL-013 
• IL-015 

Stephen R. Evans 
Chief of Police 
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10. a. Name and Address of Lobbying Registrant:

9. Award Amount, if known: 
$ 

* Street 1

* City State Zip

Street 2

* Last Name

Prefix * First Name Middle Name

Suffix

DISCLOSURE OF LOBBYING ACTIVITIES
Complete this form to disclose lobbying activities pursuant to 31 U.S.C.1352 OMB Number: 4040-0013 

Expiration Date: 02/28/2025

1. * Type of Federal Action:
a. contract

b. grant

c. cooperative agreement

d. loan 

e. loan guarantee

f.  loan insurance

2. * Status of Federal Action:
a. bid/offer/application

b. initial award

c. post-award

3. * Report Type:
a. initial filing

b. material change

 4.   Name and Address of Reporting Entity:
Prime SubAwardee

* Name
Collinsville Police Department

* Street 1
200 West Clay St.

Street  2

* City
Collinsville

State
IL: Illinois

Zip
62234

Congressional District, if known: IL-013

5. If Reporting Entity in No.4 is Subawardee, Enter  Name and Address of Prime:

6. * Federal Department/Agency:
Collinsville Police Department

7. * Federal Program Name/Description:
Edward Byrne Memorial Justice Assistance Grant Program

CFDA Number, if applicable: 16.738

8. Federal Action Number, if known: 

N/A

N/A

N/A

N/A

b. Individual Performing Services (including address if different from No. 10a) 

Prefix * First Name Middle Name

* Street 1

* City State Zip

Street 2

N/A

N/A

N/A

N/A

11.

* Last Name Suffix

Information requested through this form is authorized by title 31 U.S.C. section  1352.  This disclosure of lobbying activities is a material representation of fact  upon which 
reliance was placed by the tier above when the transaction was made or entered into.  This disclosure is required pursuant to 31 U.S.C. 1352. This information will be reported to 
the Congress semi-annually and will be available for public inspection.  Any person who fails to file the required disclosure shall be subject to a civil penalty of not less than 
$10,000 and not more than $100,000 for each such failure.

* Signature:

07/20/2022

Keith A Jackson

*Name: Prefix * First Name
Keith

Middle Name
Aaron

* Last Name
Jackson

Suffix

Title: Lieutenant Telephone No.: 6187915811 Date:

  Federal Use Only: Authorized for Local Reproduction 
Standard Form - LLL (Rev. 7-97)

Funding Opportunity Number:O-BJA-2022-171368 Received Date:Jul 20, 2022 11:55:31 AM EDTTracking Number:GRANT13683561



   

Project Title 
Collinsville Police Department
Body Worn Camera
Implementation

Federal Estimated
Funding (Federal Share) 
123100.00

Total Estimated Funding 
150337.00

Collinsville, IL

Madison County, IL

St. Clair County, IL

St. Louis County, MO

St. Louis City, MO

Proposed Project Start
Date 
1/1/23

Applicant Estimated
Funding (Non-Federal
Share) 
27237.00

Proposed Project End
Date 
12/31/27

Program Income
Estimated Funding 
0.00

Type of Applicant 1: Select Applicant
Type:

C: City or Township Government

Standard Applicant Information

Project Information

Areas Affected by Project (Cities, Counties, States, etc.)

Type Of Applicant



Type of Applicant 2: Select Applicant
Type: 

——

Type of Applicant 3: Select Applicant
Type: 
——

Other (specify):
 
——

Application POC Prefix
Name 
——

Application POC First
Name 
Keith

Application POC Middle
Name 
Aaron

Application POC Last
Name 
Jackson

Application POC Suffix
Name 
——

Organizational
Affiliation 
Collinsville Police
Department

Title 
Lieutenant

Email ID 
kjackson@collinsvilleil.org

Phone Number 
6187915811

Fax Number 
618-344-2137

ORINumber 
——

Application Submitter Contact Information

Executive Order and Delinquent Debt Information



Is Application Subject to Review by State Under Executive Order 12372?

c. Program is not covered by E.O. 12372.

Is the Applicant Delinquent on Federal Debt?

No

Name 
manifest.txt

Date Added 
7/20/22

Name 
Form SF424_4_0-
V4.0.pdf

Date Added 
7/20/22

Name 
Form SFLLL_2_0-
V2.0.pdf

Date Added 
7/20/22

Name 
SF424_4_0-1234-
Areas Impacted by
Grant.pdf

Date Added 
7/20/22

Name 
SF424_4_0-1235-
Congressional Districts
Program-Project.pdf

Date Added 
7/20/22

Load More

SF424 Attachments  (6)



Authorized Representative

Prefix Name 
——

First Name 
Steve

Middle Name 
——

Last Name 
Evans

Suffix Name 
——

Title 
Chief of Police

Verify Legal Name, Doing Business As, and Legal Address

Legal Name 
CITY OF COLLINSVILLE

Doing Business As 

UEI 
ZJKQNKNZ5AJ3

Street 1 
125 S CENTER ST

Street 2 

City 
COLLINSVILLE

State 
IL

Zip/Postal Code 
62234

CongressionalDistrict 
15

Country 
USA

The legal name + Doing Business As (DBA) and legal address define a unique entity in
the system as represented in its entity profile. The profile legal name and address is
applicable to ALL applications and awards associated to this fiscal agent

Authorized Representative Information

Legal Addess

Certification



applicable to ALL applications and awards associated to this fiscal agent.

1. If this information is correct confirm/acknowledge to continue with completion of this
application.

       I confirm this is the correct entity.

                 Signer Name 
Keith Jackson

Certification Date / Time 
07/20/2022 12:12 PM

2. If the information displayed does not accurately represent the legal entity applying for
federal assistance:

       a. Contact your Entity Administrator.

       b. Contact the System for Award Management (SAM.gov) to update the entity legal
name/address.

3. If the above information is not the entity for which this application is being submitted,
Withdraw/Delete this application. Please initiate a new application in Grants.gov with
using the correct UEI/SAM profile.

Name 
Program
Narrative.docx

Category 
Proposal
Narrative

Created by 
Keith Jackson

Applic
ation
Numbe
r 
——

Date
Added
 
08/08/2
022

Name  Category  Created by  Applic Date

Proposal Abstract

Proposal Narrative







QUOTE-

Proposal
Narrative

Keith Jackson ation

Numbe
r ——

Added
 

08/06/2
022

Name 
Budget Work
Sheet and
Narrative.xlsm

Category 
Budget
Worksheet

Created by 
Keith Jackson

Applic
ation
Numbe
r 
——

Date
Added
 
08/08/2
022

No documents have been uploaded for Indirect Cost Rate Agreement

Name 
Financial
Management.p

Category 
Budget
Financial
Management
Questionnaire

Created by 
Keith Jackson

Applic
ation
Numbe
r 
——

Date
Added
 
08/06/2
022

No documents have been uploaded for Disclosure of Process Related to Executive



Budget and Associated Documentation

Budget Summary

Budget / Financial Attachments
Budget Worksheet and Budget Narrative



Indirect Cost Rate Agreement

Financial Management Questionnaire (Including applicant disclosure of high-
risk status)



Disclosure of Process Related to Executive Compensation



Compensation

No documents have been uploaded for Additional Attachments

Budget and Associated Documentation

Year 1 Total

Person
nel

$0.00

Fringe
Benefits

$0.00

Travel $0.00

Equipm
ent

$0.00

Supplie
s

$0.00

Constru
ction

$0.00

SubAw
ards

$0.00

Procure
ment
Contrac
ts

$0.00

Other
Costs

$0.00

Total
Direct
Costs

$0.00

Indirect
Costs

$0.00

Total
Project
Costs

$0.00

T t l

Additional Attachments



Total
Project

Cost
Breakdown

Total Percentage

Federal
Funds

——

Match
Amount

——

Progra
m
Income
Amount

——

DOES THIS BUDGET CONTAIN CONFERENCE COSTS WHICH IS DEFINED BROADLY TO INCLUDE
MEETINGS, RETREATS, SEMINARS, SYMPOSIA, AND TRAINING ACTIVITIES?

——

Disclosure of Lobbying Activities

Additional Application Components

Research and Evaluation Independence and Integrity Statement

No documents have been uploaded for Research and Evaluation Independence and
Integrity Statement

Additional Attachments

No documents have been uploaded for Additional Attachments

Disclosures and Assurances



Name 
Form
SFLLL_2_0-
V2.0.pdf

Category 
LobbyingActiviti
esDisclosure

Created by 
——

Applic
ation
Numbe
r 
——

Date
Added
 
07/20/2
022

 
No. [Applicant Name on SF-424] does not have (and is not proposed as a subrecipient under)
any pending applications submitted within the last 12 months for federally funded grants or
cooperative agreements (or for subawards under federal grants or cooperative agreements)
that request funding to support the same project being proposed in this application to OJP and
that would cover any identical cost items outlined in the budget submitted as part of this
application.

 
OMB APPROVAL NUMBER 1121-0140


EXPIRES 05/31/2019

 

U.S. DEPARTMENT OF JUSTICE

 

CERTIFIED STANDARD ASSURANCES

On behalf of the Applicant, and in support of this application for a grant or cooperative agreement,
I certify under penalty of perjury to the U.S. Department of Justice ("Department"), that all of the
following are true and correct:

(1) I have the authority to make the following representations on behalf of myself
and the Applicant. I understand that these representations will be relied upon as
material in any Department decision to make an award to the Applicant based on its
application.

Disclosure of Duplication in Cost Items



(2) I certify that the Applicant has the legal authority to apply for the federal
assistance sought by the application, and that it has the institutional, managerial,
and financial capability (including funds sufficient to pay any required non-federal
share of project costs) to plan, manage, and complete the project described in the
application properly.

(3) I assure that, throughout the period of performance for the award (if any) made
by the Department based on the application--

a. the Applicant will comply with all award requirements and all federal statutes
and regulations applicable to the award;

b. the Applicant will require all subrecipients to comply with all applicable award
requirements and all applicable federal statutes and regulations; and

c. the Applicant will maintain safeguards to address and prevent any
organizational conflict of interest, and also to prohibit employees from using
their positions in any manner that poses, or appears to pose, a personal or
financial conflict of interest.

 

(4) The Applicant understands that the federal statutes and regulations applicable to
the award (if any) made by the Department based on the application specifically
include statutes and regulations pertaining to civil rights and nondiscrimination, and,
in addition--

a. the Applicant understands that the applicable statutes pertaining to civil rights
will include section 601 of the Civil Rights Act of 1964 (42 U.S.C. § 2000d);
section 504 of the Rehabilitation Act of 1973 (29 U.S.C. § 794); section 901
of the Education Amendments of 1972 (20 U.S.C. § 1681); and section 303
of the Age Discrimination Act of 1975 (42 U.S.C. § 6102);

b. the Applicant understands that the applicable statutes pertaining to
nondiscrimination may include section 809(c) of Title I of the Omnibus Crime
Control and Safe Streets Act of 1968 (34 U.S.C. § 10228(c)); section 1407(e)
of the Victims of Crime Act of 1984 (34 U.S.C. § 20110(e)); section 299A(b)
of the Juvenile Justice and Delinquency Prevention Act of 2002 (34 U.S.C.
§ 11182(b)); and that the grant condition set out at section 40002(b)(13) of
the Violence Against Women Act (34 U.S.C. § 12291(b)(13)), which will apply
to all awards made by the Office on Violence Against Women, also may
apply to an award made otherwise;

c. the Applicant understands that it must require any subrecipient to comply
with all such applicable statutes (and associated regulations); and

d. on behalf of the Applicant, I make the specific assurances set out in 28
C.F.R. §§ 42.105 and 42.204.

(5) The Applicant also understands that (in addition to any applicable program-
specific regulations and to applicable federal regulations that pertain to civil rights
and nondiscrimination) the federal regulations applicable to the award (if any) made
by the Department based on the application may include, but are not limited to, 2
C.F.R. Part 2800 (the DOJ "Part 200 Uniform Requirements") and 28 C.F.R. Parts



22 (confidentiality - research and statistical information), 23 (criminal intelligence

systems), 38 (regarding faith-based or religious organizations participating in federal
financial assistance programs), and 46 (human subjects protection).

(6) I assure that the Applicant will assist the Department as necessary (and will
require subrecipients and contractors to assist as necessary) with the Department's
compliance with section 106 of the National Historic Preservation Act of 1966 (54
U.S.C. § 306108), the Archeological and Historical Preservation Act of 1974 (54
U.S.C. §§ 312501-312508), and the National Environmental Policy Act of 1969 (42
U.S.C. §§ 4321-4335), and 28 C.F.R. Parts 61 (NEPA) and 63 (floodplains and
wetlands).

(7) I assure that the Applicant will give the Department and the Government
Accountability Office, through any authorized representative, access to, and
opportunity to examine, all paper or electronic records related to the award (if any)
made by the Department based on the application.

(8) If this application is for an award from the National Institute of Justice or the
Bureau of Justice Statistics pursuant to which award funds may be made available
(whether by the award directly or by any subaward at any tier) to an institution of
higher education (as defined at 34 U.S.C. § 10251(a)(17)), I assure that, if any
award funds actually are made available to such an institution, the Applicant will
require that, throughout the period of performance--

a. each such institution comply with any requirements that are imposed on it by
the First Amendment to the Constitution of the United States; and

b. subject to par. a, each such institution comply with its own representations, if
any, concerning academic freedom, freedom of inquiry and debate, research
independence, and research integrity, at the institution, that are included in
promotional materials, in official statements, in formal policies, in applications
for grants (including this award application), for accreditation, or for licensing,
or in submissions relating to such grants, accreditation, or licensing, or that
otherwise are made or disseminated to students, to faculty, or to the general
public.

(9) I assure that, if the Applicant is a governmental entity, with respect to the award
(if any) made by the Department based on the application--

a. it will comply with the requirements of the Uniform Relocation Assistance and
Real Property Acquisitions Act of 1970 (42 U.S.C. §§ 4601-4655), which
govern the treatment of persons displaced as a result of federal and
federally-assisted programs; and

b. it will comply with requirements of 5 U.S.C. §§ 1501-1508 and 7324-7328,
which limit certain political activities of State or local government employees
whose principal employment is in connection with an activity financed in
whole or in part by federal assistance.

(10) If the Applicant applies for and receives an award from the Office of Community
Oriented Policing Services (COPS Office), I assure that as required by 34 U.S.C.
§ 10382(c)(11), it will, to the extent practicable and consistent with applicable law--
including but not limited to the Indian Self Determination and Education



including, but not limited to, the Indian Self- Determination and Education
Assistance Act--seek, recruit, and hire qualified members of racial and ethnic
minority groups and qualified women in order to further effective law enforcement by
increasing their ranks within the sworn positions, as provided under 34 U.S.C.
§ 10382(c)(11).

(11) If the Applicant applies for and receives a DOJ award under the STOP School
Violence Act program, I assure as required by 34 U.S.C. § 10552(a)(3), that it will
maintain and report such data, records, and information (programmatic and
financial) as DOJ may reasonably require.

I acknowledge that a materially false, fictitious, or fraudulent statement (or
concealment or omission of a material fact) in this certification, or in the application
that it supports, may be the subject of criminal prosecution (including under 18
U.S.C. §§ 1001 and/or 1621, and/or 34 U.S.C. §§ 10271-10273), and also may
subject me and the Applicant to civil penalties and administrative remedies for false
claims or otherwise (including under 31 U.S.C. §§ 3729-3730 and 3801-3812). I
also acknowledge that the Department's awards, including certifications provided in
connection with such awards, are subject to review by the Department, including by
its Office of the Inspector General.

Signed

SignerID 
kjackson@collinsvilleil.org

Signing Date / Time 
8/8/22 4:36 PM

 

U.S. DEPARTMENT OF JUSTICE

CERTIFICATIONS REGARDING LOBBYING; DEBARMENT, SUSPENSION AND OTHER
RESPONSIBILITY MATTERS; DRUG-FREE WORKPLACE REQUIREMENTS; LAW ENFORCEMENT
AND COMMUNITY POLICING

 



Applicants should refer to the regulations and other requirements cited below to determine
the certification to which they are required to attest. Applicants should also review the
instructions for certification included in the regulations or other cited requirements before
completing this form.  The certifications shall be treated as a material representation of fact
upon which reliance will be placed when the U.S. Department of Justice (“Department”)
determines to award the covered transaction, grant, or cooperative agreement.

1. LOBBYING

As required by 31 U.S.C. § 1352, as implemented by 28 C.F.R. Part 69, the Applicant certifies
and assures (to the extent applicable) the following:

(a) No Federal appropriated funds have been paid or will be paid, by or on behalf of the
Applicant, to any person for influencing or attempting to influence an officer or employee of
any agency, a Member of Congress, an officer or employee of Congress, or an employee of a
Member of Congress in connection with the making of any Federal grant, the entering into of
any cooperative agreement, or the extension, continuation, renewal, amendment, or
modification of any Federal grant or cooperative agreement;

(b) If the Applicant’s request for Federal funds is in excess of $100,000, and any funds other
than Federal appropriated funds have been paid or will be paid to any person for influencing or
attempting to influence an officer or employee of any agency, a member of Congress, an
officer or employee of Congress, or an employee of a member of Congress in connection with
this Federal grant or cooperative agreement, the Applicant shall complete and submit Standard
Form - LLL, “Disclosure of Lobbying Activities” in accordance with its (and any DOJ awarding
agency’s) instructions; and

(c) The Applicant shall require that the language of this certification be included in the award
documents for all subgrants and procurement contracts (and their subcontracts) funded with
Federal award funds and shall ensure that any certifications or lobbying disclosures required of
recipients of such subgrants and procurement contracts (or their subcontractors) are made
and filed in accordance with 31 U.S.C. § 1352.

 

2. DEBARMENT, SUSPENSION, AND OTHER RESPONSIBILITY MATTERS

A. Pursuant to Department regulations on nonprocurement debarment and suspension
implemented at 2 C.F.R. Part 2867, and to other related requirements, the Applicant certifies,
with respect to prospective participants in a primary tier “covered transaction,” as defined at 2
C.F.R. § 2867.20(a), that neither it nor any of its principals--

(a) is presently debarred, suspended, proposed for debarment, declared ineligible, sentenced
to a denial of Federal benefits by a State or Federal court, or voluntarily excluded from covered
transactions by any Federal department or agency;

(b) has within a three-year period preceding this application been convicted of a felony
criminal violation under any Federal law, or been convicted or had a civil judgment rendered
against it for commission of fraud or a criminal offense in connection with obtaining,
attempting to obtain, or performing a public (Federal, State, tribal, or local) transaction or
private agreement or transaction; violation of Federal or State antitrust statutes or commission
of embezzlement theft forgery bribery falsification or destruction of records making false



of embezzlement, theft, forgery, bribery, falsification or destruction of records, making false
statements, tax evasion or receiving stolen property, making false claims, or obstruction of

justice, or commission of any offense indicating a lack of business integrity or business honesty
that seriously and directly affects its (or its principals’) present responsibility;

(c) is presently indicted for or otherwise criminally or civilly charged by a governmental entity
(Federal, State, tribal, or local) with commission of any of the offenses enumerated in
paragraph (b) of this certification; and/or

(d) has within a three-year period preceding this application had one or more public
transactions (Federal, State, tribal, or local) terminated for cause or default.

B. Where the Applicant is unable to certify to any of the statements in this certification, it shall
attach an explanation to this application.  Where the Applicant or any of its principals was
convicted, within a three-year period preceding this application, of a felony criminal violation
under any Federal law, the Applicant also must disclose such felony criminal conviction in
writing to the Department (for OJP Applicants, to OJP at Ojpcompliancereporting@usdoj.gov;
for OVW Applicants, to OVW at OVW.GFMD@usdoj.gov; or for COPS Applicants, to COPS at
AskCOPSRC@usdoj.gov), unless such disclosure has already been made.

3. FEDERAL TAXES

A. If the Applicant is a corporation, it certifies either that (1) the corporation has no unpaid
Federal tax liability that has been assessed, for which all judicial and administrative remedies
have been exhausted or have lapsed, that is not being paid in a timely manner pursuant to an
agreement with the authority responsible for collecting the tax liability, or (2) the corporation
has provided written notice of such an unpaid tax liability (or liabilities) to the Department (for
OJP Applicants, to OJP at Ojpcompliancereporting@usdoj.gov; for OVW Applicants, to OVW at
OVW.GFMD@usdoj.gov; or for COPS Applicants, to COPS at AskCOPSRC@usdoj.gov). 

B. Where the Applicant is unable to certify to any of the statements in this certification, it shall
attach an explanation to this application.

 

4. DRUG-FREE WORKPLACE (GRANTEES OTHER THAN INDIVIDUALS)

As required by the Drug-Free Workplace Act of 1988, as implemented at 28 C.F.R. Part 83,
Subpart F, for grantees, as defined at 28 C.F.R. §§ 83.620 and 83.650:

A. The Applicant certifies and assures that it will, or will continue to, provide a drug-free
workplace by--

(a) Publishing a statement notifying employees that the unlawful manufacture, distribution,
dispensing, possession, or use of a controlled substance is prohibited in its workplace and
specifying the actions that will be taken against employees for violation of such prohibition;

(b) Establishing an on-going drug-free awareness program to inform employees about--

(1) The dangers of drug abuse in the workplace;

(2) The Applicant’s policy of maintaining a drug-free workplace;

(3) Any available drug counseling, rehabilitation, and employee assistance programs; and

(4) The penalties that may be imposed upon employees for drug abuse violations occurring in
th k l



the workplace;

(c) Making it a requirement that each employee to be engaged in the performance of the
award be given a copy of the statement required by paragraph (a);

(d) Notifying the employee in the statement required by paragraph (a) that, as a condition of
employment under the award, the employee will--

(1) Abide by the terms of the statement; and

(2) Notify the employer in writing of the employee’s conviction for a violation of a criminal
drug statute occurring in the workplace no later than five calendar days after such conviction;

(e) Notifying the Department, in writing, within 10 calendar days after receiving notice under
subparagraph (d)(2) from an employee or otherwise receiving actual notice of such conviction.
Employers of convicted employees must provide notice, including position title of any such
convicted employee to the Department, as follows:

For COPS award recipients - COPS Office, 145 N Street, NE, Washington, DC, 20530;

For OJP and OVW award recipients - U.S. Department of Justice, Office of Justice Programs,
ATTN: Control Desk, 810 7th Street, N.W., Washington, D.C. 20531.

Notice shall include the identification number(s) of each affected award;

(f) Taking one of the following actions, within 30 calendar days of receiving notice under
subparagraph (d)(2), with respect to any employee who is so convicted:

(1) Taking appropriate personnel action against such an employee, up to and including
termination, consistent with the requirements of the Rehabilitation Act of 1973, as amended;
or

(2) Requiring such employee to participate satisfactorily in a drug abuse assistance or
rehabilitation program approved for such purposes by a Federal, State, or local health, law
enforcement, or other appropriate agency; and

(g) Making a good faith effort to continue to maintain a drug-free workplace through
implementation of paragraphs (a), (b), (c), (d), (e), and (f).

 

5. LAW ENFORCEMENT AGENCY CERTIFICATION REQUIRED UNDER DEPARTMENT OF JUSTICE
DISCRETIONARY GRANT PROGRAMS (“SAFE POLICING CERTIFICATION”)

If this application is for a discretionary award pursuant to which award funds may be made
available (whether by the award directly or by any subaward at any tier) to a State, local,
college, or university law enforcement agency, the Applicant certifies that any such law
enforcement agency to which funds will be made available has been certified by an approved
independent credentialing body or has started the certification process.  To become certified, a
law enforcement agency must meet two mandatory conditions:

(a) the agency’s use of force policies adhere to all applicable federal, State, and local laws; and

(b) the agency’s use of force policies prohibit chokeholds except in situations where use of
deadly force is allowed by law. 

For detailed information on this certification requirement, see
https://cops.usdoj.gov/SafePolicingEO .   
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The Applicant acknowledges that compliance with this safe policing certification requirement
does not ensure compliance with federal, state, or local law, and that such certification shall
not constitute a defense in any federal lawsuit.  Nothing in the safe policing certification
process or safe policing requirement is intended to be (or may be) used by third parties to
create liability by or against the United States or any of its officials, officers, agents or
employees under any federal law. Neither the safe policing certification process nor the safe
policing certification requirement is intended to (or does) confer any right on any third-person
or entity seeking relief against the United States or any officer or employee thereof.  No person
or entity is intended to be (or is) a third-party beneficiary of the safe policing certification
process, or, with respect to the safe policing certification requirement, such a beneficiary for
purposes of any civil, criminal, or administrative action.

 

6.  COORDINATION REQUIRED UNDER PUBLIC SAFETY AND COMMUNITY POLICING PROGRAMS

As required by the Public Safety Partnership and Community Policing Act of 1994, at 34 U.S.C. §
10382(c)(5), if this application is for a COPS award, the Applicant certifies that there has been
appropriate coordination with all agencies that may be affected by its award.  Affected
agencies may include, among others, Offices of the United States Attorneys; State, local, or
tribal prosecutors; or correctional agencies.  

I acknowledge that a materially false, fictitious, or fraudulent statement (or concealment or
omission of a material fact) in this certification, or in the application that it supports, may be
the subject of criminal prosecution (including under 18 U.S.C. §§ 1001 and/or 1621, and/or 34
U.S.C. §§ 10271-10273), and also may subject me and the Applicant to civil penalties and
administrative remedies for false claims or otherwise (including under 31 U.S.C. §§ 3729-3730
and 3801-3812). I also acknowledge that the Department’s awards, including certifications
provided in connection with such awards, are subject to review by the Department, including
by its Office of the Inspector General.

  Certified

SignerID 
kjackson@collinsvilleil.org

Signing Date / Time 
8/8/22 4:37 PM



No documents have been uploaded for Other Disclosures and Assurances

 

Declaration and Certification to the U.S. Department of Justice as to this Application
Submission

By [taking this action], I --

1. Declare the following to the U.S. Department of Justice (DOJ), under penalty of
perjury: (1) I have authority to make this declaration and certification on behalf of the
applicant; (2) I have conducted or there was conducted (including by the applicant’s
legal counsel as appropriate, and made available to me) a diligent review of all
requirements pertinent to and all matters encompassed by this declaration and
certification. 


 
2. Certify to DOJ, under penalty of perjury, on behalf of myself and the applicant, to the

best of my knowledge and belief, that the following are true as of the date of this
application submission: (1) I have reviewed this application and all supporting
materials submitted in connection therewith (including anything submitted in support
of this application by any person on behalf of the applicant before or at the time of
the application submission and any materials that accompany this declaration and
certification); (2) The information in this application and in all supporting materials is
accurate, true, and complete information as of the date of this request; and (3) I
have the authority to submit this application on behalf of the applicant. 


 
3. Declare the following to DOJ, under penalty of perjury, on behalf of myself and the

applicant:  (1) I understand that, in taking (or not taking) any action pursuant to this
declaration and certification, DOJ will rely upon this declaration and certification as a
material representation; and (2) I understand that any materially false, fictitious, or
fraudulent information or statement in this declaration and certification (or
concealment or omission of a material fact as to either) may be the subject of
criminal prosecution (including under 18 U.S.C. §§ 1001 and/or 1621, and/or 34
U.S.C. §§ 10271-10273), and also may subject me and the applicant to civil
penalties and administrative remedies under the federal False Claims Act (including
under 31 U.S.C. §§ 3729-3730 and/or §§ 3801-3812) or otherwise.

Signed

Other Disclosures and Assurances



SignerID 
kjackson@collinsvilleil.org

Signing Date / Time 
8/8/22 4:39 PM

No documents have been uploaded for Other

Certified

Other
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Collinsville Police Department Body Camera Implementation Project 
 

BJA FY 22 Edward Byrne Memorial Justice Assistance Grant Program - Local Solicitation 
 
 

The City of Collinsville serves approximately 25,000 residents and is near St. Louis City, 

MO.  The Collinsville Police Department currently has 43 sworn law enforcement officers, 

provides police services to an area of approximately 15 square miles, and handles approximately 

33,400 calls for service each year.  The Collinsville Police Department is located within 30 miles 

of Ferguson Missouri and less than 15 miles from St. Louis City, Mo.  Both regions were the 

center of civil unrest in the recent past regarding a perceived lack of trust between citizens and 

law enforcement.  In many of these instances of unrest, the availability of body-worn camera 

footage would have been instrumental in quelling the rumors and providing transparent 

information to the communities.  Instances of officer involved shootings by police officers of the 

Collinsville Police Department have been low during the past decade.  However, there has been a 

sudden increase over the past two years within our agency and those surrounding the City of 

Collinsville.  Additionally, the Collinsville Police Department had a 36 % increase in reported 

use of force instances between 2020 to 2021 and are on pace to possibly have an increase again 

in 2022.  Additionally, the amounts of assaults to law enforcement and the number of general 

assaults have increased over the past two years.  These increases have created a need for the 

Collinsville Police Department to institute a body-worn camera program.   

On 1/22/2021, the Illinois Safety, Accountability, Fairness and Equity-Today (SAFE-T) 

Act was signed by Governor JB Pritzker.  The SAFE-T act set deadlines for law enforcement 

agencies to implement a body-worn camera program by 2025 with the deadlines being dependent 

upon the size of municipality.  For municipalities with a population under 50,000 residents, such 

as Collinsville Illinois, they are required to implement a body-worn camera program by January 
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1, 2025.  The Collinsville Police Department aims to implement our program starting in January 

of 2023.  Our body-worn camera program will increase transparency among police-citizen 

contacts, improve criminal investigations, and help improve patrol operations with the 

availability of reviewing police contacts.  The SAFE-T act also establishes guidelines on the use 

of body cameras.  The SAFE-T Act requires cameras be always turned on when the officer is in 

uniform and responding to calls for any law enforcement-related encounter. The camera can be 

turned off if circumstances prevent it from being on such as being inside a correctional facility or 

patrol car that has a functioning camera system.  Victims of a crime, witnesses or community 

members can also request that the camera be turned off unless it is impractical or impossible to 

do so, and it can be turned off when an officer is interacting with a confidential informant. 

Motorola Solutions offers a host of community interaction tools to enhance the 

partnership between our agency and the public.  The Motorola tools are all under the umbrella of 

the software package called “Command Central”.  This package includes various tools for 

maintaining digital evidence, enhancing community engagement, records management, and 

investigative assistance.  One community engagement tool is a webpage called cityprotect.com 

in which citizens can contribute to public safety by being able to share and receive data, making 

community engagement easier.  Citizens can submit anonymous tips, non-emergency requests, 

and register their surveillance cameras to assist law enforcement.  Additionally, citizens would 

have access to a crime map that is bult into the cityprotect.com home page that would allow them 

access to crime data and incident information from our records system.  A URL link and/or QR 

code can be sent to community members via various means (social media, email, text message, 

etc…) so that members are able to provide information to law enforcement in real time.  This 

collaborative effort would allow community members to share video footage, photographs, or 
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any other media with law enforcement related to an ongoing investigation or public gathering.  

For example, if we had a critical incident during one of our many festivals, we would be able to 

send a link to the public and request information, photographs, video, or anything else to assist 

with an investigation.  The citizens could use the QR code or hyperlink to submit information to 

assist law enforcement with the investigation.  This allows law enforcement and the community 

to mutually engage one another to further the core principles of community-oriented policing.  

The Collinsville Police Department will implement a public relations plan to relay the request for 

collaboration that will include the use of our city website and social media.   

Additionally, Motorola Solutions provides digital evidence and records management 

software (Command Central Evidence) and provides cloud-based storage of body-worn camera 

footage in addition to keeping metrics on the use of the individual cameras.   The Collinsville 

Police Department currently uses Motorola for our patrol car camera footage.  With the addition 

of the body-worn camera program with Motorola, the body-worn camera footage and car footage 

will be able to be integrated with one another as another level of documentation and 

transparency.  Motorola bills at a rate of $27,237 per year for this subscription fee that includes 

the use of individual body-worn cameras and access to the Command Central platform.  The fee 

is broken down as follows: 

Description Price  

Body-worn Camera and Command 
Central Evidence. 

$49/month x 43 Officers=      $25,284/year

Command Central Evidence Plus 
(community interaction tool, enhanced 
records/evidence management, and use of 
cell application for evidence management) 

$468/year

Unlimited car video storage $1485/year

Total $27,237/year
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When officers handle a call for service in which their body camera recorded footage, the 

footage will be uploaded to unlimited cloud storage provided by Motorola.  This ensures that the 

footage is maintained on a secure server and will be accessible when needed.  The footage is also 

able to be saved in the event of power loss or other hardware related problems that could occur 

locally withing our police department. If the footage were stored locally on our own server, then 

this could lead to data loss in events such as these.  Furthermore, the records management 

software provided in Command Central allows supervisors and administrators to review the use 

of cameras issued to each officer.  This allows supervisors to monitor compliance to ensure the 

cameras are being operated within policy/law and can also monitor if there are hardware failures 

or maintenance related issues.  The software allows for individual officers to be able to download 

their videos to be burned to discs or otherwise prepared for case presentations.  The software 

package also allows for footage to be shared automatically with prosecutors for 

investigative/judicial purposes and will be in a locked format ensuring that it cannot be altered.  

This establishes a secure chain of custody to allow the admissibility of the footage in court 

proceedings.   

If awarded with the 2022 JAG funds, the Collinsville Police Department will make the 

body-worn camera program the highest priority for our 2022/2023 program initiatives.  We have 

already met with two potential vendors (Motorola and Axon) and have selected Motorola as our 

preferred vendor.  The Collinsville Police Department already utilizes Motorola for our patrol car 

camera recordings and storage, so the expansion to body-worn cameras would be seamless.  

Expenditures of a high dollar amount are presented to our city council as a capital improvement 

project to be approved and funded by our city government.  Our Chief of Police is currently in 

the process of proposing the capital improvement project for 2023 to include funding for our 
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body-worn camera project.  However, the project is quoted to cost $150,337 over a 5 year period.  

Since the JAG grant is a four year grant, The Collinsville Police Department will pay one year of 

the subscription fee at $27,237 leaving a total request for federal funding of $123,100.  This 

amount would place a financial burden on our city and any grant funding would help greatly to 

fund this project.   

The Collinsville Police Department currently employs 43 sworn officers that would be 

wearing a body-worn camera during their duties.  Motorola Solutions provided a quote that 

consists of the following in summary: 

 

The breakdown of expenses per year including fees, hardware, and subscription are included as 

an attachment.   

The Collinsville Police Department routinely works in conjunction with various other law 

enforcement agencies from local, county, state, and federal agencies.  The Collinsville Police 

Department is located nearby numerous other municipalities, which allows frequent interaction 

among law enforcement agencies.  Furthermore, law enforcement functions for our city and 

others we will contact will be enhanced with the use of body-worn cameras.  The same benefits 
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of transparency, investigative enhancement, and enhanced patrol operational review would 

benefit the other law enforcement agencies as well as our own.   

Once the body-worn camera project is implemented, each sworn officer (43 in total) will 

be issued a body-worn camera.  The police department will provide training to each officer on 

the use of the camera system and will be provided training on the policy governing the use of the 

cameras.  The Collinsville Police Department uses the Lexipol as our policy management 

system.  Lexipol develops comprehensive, continuously updated policies for over two million 

law enforcement agencies in the US.  Lexipol has various policies developed that will be utilized 

by the Collinsville Police Department prior to the implementation of our body-worn camera 

program.  Using the Command Central software provided by Motorola, supervisors will monitor 

compliance to ensure the cameras are operated within the parameters of law and policy.  The 

Collinsville Police Department estimates the timeline to initiate the program to be as follows: 

 Month 1: Finalize contract with Motorola and schedule 

installation/deployment/configuration and set up accounts for payment with the 

city finance department. 

 Month 2-6: Receive equipment, installation, integration with existing 

software/hardware, and testing. 

 Month 7-8: Provide training to officers via training provided by Motorola, provide 

internal squad trainings relating to the use of body-worn cameras, and internal 

trainings related to body-worn camera policy/procedure/law.   

 Month 9: Implementation of body-worn camera program in department 

operations.  This also includes time to modify and refine the use of the 

devices/software for unforeseen problems or technical issues.   
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Once the body-worn camera program is implemented, The Collinsville Police 

Department will conduct a campaign to notify the citizens of Collinsville of the body-worn 

camera program.  The Collinsville Police Department will draft a press release that would be 

posted to the city website with information on the program and how it was funded.  The 

Collinsville Police Department will conduct a presentation at our city hall during a city council 

meeting that outlines the program, the goals, and the benefits to the citizens of Collinsville.  The 

Collinsville Police Department will also provide information as to the program goals, benefits, 

and funding process via social media (Facebook and Twitter).   

The Collinsville Police Department is aware of the post federal award reporting requirements 

that include:  

 Quarterly Federal Financial Reports (and one final Federal Financial Report after all 

funds have been obligated and expended) through OJP’s JustGrants system. 

 Quarterly Performance Measurement Tool reports and a final Performance Measurement 

Tool report (at any time once all project activity has concluded) through BJA’s PMT. 

 Semi-annual performance reports and a final performance report (at any time once all 

project activity has concluded) through OJP’s JustGrants. 

 If applicable, an annual audit report in accordance with the Part 200 Uniform 

Requirements or specific award conditions. 

The Collinsville Police Department is also aware of the accountability measures required for the 

Bureau of Justice Assistance Justice Assistance Grant program and has reviewed the measures in 

full.  The administration division within the Collinsville Police Department routinely collects the 
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required metrics outlined in the federal award reporting requirements and the accountability 

measures and will be ready to furnish them upon request.   
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Background 

  Recipients’ financial management systems and internal controls must meet certain requ uding those  set out in the “Part 200 Uniform Requirements” (2.C.F.R. Part 2800).   
Including at a minimum, the financial management system of each  OJP award recipient must provide 
for the following:    
(1)  Identification, in its accounts, of all Federal awards received and expended and the Federal programs under

  which they were received. Federal program and Federal award identification must include, as applicable, the
   CFDA title and number, Federal award identification number and year, and the name of the Federal agency.

  
(2) Accurate, current, and complete disclosure of the financial res ults of each Federal award or program.
 (3) Records that identify adequately the source and application of funds for Federally-funded activities. These

records must contain information pertaining to Federal awards, authorizations, obligations, unobligated balances, assets, expenditures, income, and interest, and be supported by source documentation.

(4) Effective control over, and accountability for, all funds, prop  erty, and other assets. The recipient must 
adequately safeguard all assets and assure that they are used s   olely for authorized purposes. 

 
(5) Comparison of expenditures with budget amounts for each Federal award.   
(6) Written procedures to document the receipt and disbursement of  Federal funds including procedures to  
 minimize the time elapsing between the transfer of funds from the United States Treasury and the  disbursement

by the OJP recipient.   
 
(7) Written procedures for determining the allowability of costs in accordance with both the terms and conditions  of

the Federal award and the cost principles to apply to the Federal award.   
(8) Other important requirements related to retention requirements for records, use of open and machine  readable 

formats in records, and certain Federal rights of access to awa  rd-related records and recipient  personnel.  

  

irements, incl

 
 

1. Name of Organization and Address:   
Organization Name:    

  Street1:        
          Street2:
          

City:          
 State:

Zip Code:          
                                      

     
     

2. Authorized Representative’s Name and Title:

Prefix:     First Name:                         
  

 
                          

  
 

Middle Name: 

Last Name: Suffix: 

Title:

 

3. Phone: 4. F  ax:

5. E mail:

6. Year Established:

 

7. Employer Identification Number (EIN): 8. Unique Entity Identifier (UEI) Number:

9. a) Is the applicant entity a nonprofit organization (including a nonprofit institution of higher education) as
described in 26 U.S.C. 501(c)(3) and exempt from taxation under 26 U.S.C. 501(a)? Yes  No 
If "No" skip to Question 10. 
If "Yes", complete Questions 9. b) and 9. c). 

  Page 1 of 4 
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 AUDIT INFORMATION 

the amount of funds available under a Federal award (the total amount of the 
award, as well as the amount available in each budget cost category)?19. Is the applicant entity familiar with the "cost principles" that apply to recent
and future Federal awards, including the general and specific principles set out 
in 2 C.F.R. Part 200?

Yes  No Not Sure

 

 

9. b) Does the applicant nonprofit organization maintain offshore accounts for
the purpose of avoiding paying the tax described in 26 U.S.C. 5 11(a)?

9. c) With respect to the most recent year in which the applicant nonprofit  organization was required to file a tax return, does the applicant nonprofit organization believe (or assert) that it satisfies the requirements of 26 C.F.R.       53.4958-6 (which relate to the reasonableness of compensation of certain
    individuals)?
   

 If "Yes", refer to “Additional Attachments” under “What An Application Should 
Include” in the OJP solicitation (or application guidance) unde r which the 
 applicant is submitting its application. If the solicitation/guidance describes the 
“Disclosure of Process related to Executive Compensation,” the  applicant 
 nonprofit organization must provide -- as an attachment to its application -- a 
disclosure that satisfies the minimum requirements as described by OJP.        

For purposes of this questionnaire, an “audit” is conducted by an independent, external auditor using generally 
accepted auditing standards (GAAS) or Generally Governmental Au diting Standards (GAGAS), and results in an 
audit report with an opinion. 

  
10. Has the applicant entity undergone any of the following types of audit(s)(Please check all that apply): 

 

 

  
 

 

 

 
      

 

“Single Audit” under OMB A-133 or Subpart F of 2 C.F.R.  Part 200
 
      
Financial Statement  Audit

        Defense Contract Agency Audit (DCAA)       
Other Audit & Agency (list type of audit):        

 

None (if none, skip to question 13)  

11. Most Recent Audit Report      Issued:     Within the last  Within the last Over 2 years ago N/A
12 months 2 years              

Name of Audit Agency/Firm:   
             AUDITOR'S OPINION 

 

 

 
Unqualified Opinion Qualified Opinion Disclaimer, Going Concern  N/A: No audits as            or Adverse Opinions described above 

Enter the number of findings (if none, enter "0":    
Enter the dollar amount of questioned costs (if none, enter "$0"):   

Were material weaknesses noted in the report or opinion?   Yes     No        
  

  
13. Which of the following best describes the applicant entity's accounting system:

ACCOUNTING SYSTEM 

 
              

  
  

   
   

 
 

 

Manual Automated Combination of manual and automated

14. Does the applicant entity's accounting system have the capability to Yes No Not Sure identify the receipt and expenditure of award funds separately for each
Federal award?

15. Does the applicant entity's accounting system have the capability to Yes  No Not Sure 
record expenditures for each Federal award by the budget cost categories
shown in the approved budget?

16. Does the applicant entity's accounting system have the capability to Yes  No Not Sure 
record cost sharing ("match") separately for each Federal award, and

 maintain documentation to support recorded match or cost share?

             
  

     

Yes  No 

Yes  No 

12. On the most recent audit, what was the auditor’s opinion?

   Page 2 of 4 
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17. Does the applicant entity's accounting system have the capability to  Yes Not Sure 
accurately track employees actual time spent performing work for each federal  award, and to accurately allocate charges for employee salaries and wages
for  each federal award, and maintain records to support the actual   time spent             
and  specific allocation of charges associated with each applicant e mployee?  
18. Does the applicant entity’s accounting system include budgetary  controls Yes 

No 

Not Sure 
to preclude the applicant entity from incurring obligations or costs that exceed
the amount of funds available under a federal award (the total amount of the
award, as well as the amount available in each budget cost cate   gory)?

19. Is applicant entity familiar with  the "cost principles" that apply to recent  

No 

Not Sure 
and  future federal  awards, including  the general and specific principles set out             
in 2  C.F.R  Part 200?

Yes No 

  
 

 PROPERTY STANDARDS AND PROCUREMENT STANDARDS  
 

20. Does the applicant entity’s property management system(s)  maintain the No          Not Sure 
following information on property purchased with federal   award funds (1) a  Yes    
description of the property; (2) an identification  number; (3) the source of  
funding for the property, including the  award number; (4) who holds title; (5)
acquisition date; (6) acquisition  cost; (7) federal share of the acquisition cost;

             (8) location and    condition of the property; (9) ultimate disposition information?
 

21. Does the appl icant entity maintain written policies and  procedures for Not Sure procurement transactions that -- (1) are designed to avoid unnecessary or  duplicative purchases;  (2) provide for analysis of lease versus  purchase
alternatives;  (3)  set out a process for soliciting goods and services, and (4)
include standards of conduct that address conflicts of interest      ?
    22.  a) Are the applicant entity’s procurement policies and procedures 

          Yes No Not Sure designed  to ensure that procurements are conducted in a manner that 
 provides full and  open competition to the extent practicable, and to avoid 
practices that restrict  competition? 

22. b) Do the applicant entity's procurement policies and procedure  s require  Yes     No      Not Sure   
documentation of the history of a procurement, including the ra tionale for the  
method of procurement, selection of contract type, selection or rejection of  
contractors, and basis for the contract price?

23. Does the applicant entity have written policies and procedures designed
Yes No  Not Sure to prevent the applicant entity from entering into a procurement contract

under a  federal award with any entity or individual that is suspended or  
debarred from  such contracts, including provisions for checking the “Excluded  
Parties List”  system (www.sam.gov) for suspended or debarred sub-grantees   
and  contractors, prior to award?

 

Yes No 

  TRAVEL POLICY 
                                                                                                   24. Does the applicant entity:

       No    (a) maintain a standard travel policy? Yes
                    (b) adhere to the Federal Travel Regulation (FTR)? Yes 

 SUBRECIPIENT MANAGEMENT AND MONITORING 

No 
 

Yes No Not Sure 

 
 N/A - Applicant does not make 

 

25. Does the applicant entity have written policies, procedures, and/or
guidance designed to ensure that any subawards made by the applicant
entity under a federal award -- (1) clearly document applicable federal
requirements, (2) are appropriately monitored by the applicant, and (3)
comply with the requirements in 2 CFR Part 200 (see 2 CFR 200.331)? subawards under any OJP 

awards 
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U.S. DEPARTMENT OF JUSTICE 
OFFICE OF JUSTICE PROGRAMS   

Approved: OMB No. 1121-0329 
Expires 12/31/2023 

26. Is the applicant entity aware of the differences between subawards under No Not Sure 
federal awards and procurement contracts under federal awards, including
the  different roles and responsibilities associated with each? N/A - Applicant does not make 

subawards under any OJP 
awards 

27. Does the applicant entity have written policies and procedures designed

Yes 

Not Sure 
to prevent the applicant entity from making a subaward under a federal
award  to any entity or individual is suspended or debarred from such N/A - Applicant does not make 
subawards? subawards under any OJP 

awards 

Yes No 

DESIGNATION AS 'HIGH-RISK' BY OTHER FEDERAL AGENCIES 

28. Is the applicant entity designated “high risk” by a federal grant-making Yes No Not Sureagency outside of DOJ? (High risk includes any status under which a federal
awarding agency provides additional oversight due to the applicant's past
performance, or other programmatic or financial concerns with the applicant.)

If "Yes", provide the following: 

 

 

   

 

(a) Name(s) of the federal awarding agency:

(b) Date(s) the agency notified the applicant entity of the "high risk" designation:

(c) Contact information for the "high risk" point of contact at the federal agency:

Name:

Phone:

Email:

(d) Reason for "high risk" status, as set out by the federal agency:

CERTIFICATION ON BEHALF OF THE APPLICANT ENTITY 
(Must be made by the chief executive, executive director, chief financial officer, designated authorized 

representative ("AOR"), or other official with the requisite knowledge and authority) 

On behalf of the applicant entity, I certify to the U.S. Department of Justice that the information provided above is 
complete and correct to the best of my knowledge. I have the requisite authority and information to make this 
certification on behalf of the applicant entity. 

Name: Date: 

Title: Executive Director Chief Financial Officer Chairman 

Other: 

Phone: 
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05/05/2022

COLLINSVILLE POLICE DEPT, CITY OF 
200 W CLAY ST
COLLINSVILLE, IL 62234 
 
 
  
RE: Motorola Quote for v300 vaas
Dear Bud Jeremias,
 
Motorola Solutions is pleased to present COLLINSVILLE POLICE DEPT, CITY OF with this quote for quality
communications equipment and services.  The development of this quote provided us the opportunity to evaluate your
requirements and propose a solution to best fulfill your communications needs.
 
This information is provided to assist you in your evaluation process. Our goal is to provide COLLINSVILLE POLICE DEPT,
CITY OF with the best products and services available in the communications industry. Please direct any questions to Ronn
Solis at Ronn.Solis@motorolasolutions.com.
 
We thank you for the opportunity to provide you with premier communications and look forward to your review and feedback
regarding this quote. 
 
 
Sincerely,
 
 
 
Ronn Solis 
ces
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Billing Address:
COLLINSVILLE POLICE DEPT,
CITY OF 
200 W CLAY ST 
COLLINSVILLE, IL 62234 
US 
 
 

 

Quote Date:05/05/2022
Expiration Date:08/03/2022
Quote Created By:
Ronn Solis
ces
Ronn.Solis@
motorolasolutions.com
4695439232

End Customer:
COLLINSVILLE POLICE DEPT, CITY OF 
Bud Jeremias 
bjeremias@collinsvilleil.org 
618-344-2131 
 

 

  

Payment Terms:30 NET
 

Summary:
Any sales transaction resulting from Motorola's quote is based on and subject to the applicable Motorola Standard Terms
and Conditions, notwithstanding terms and conditions on purchase orders or other Customer ordering documents.
Motorola Standard Terms and Conditions are found at www.motorolasolutions.com/product-terms.

 

Line #
 

Item Number
 

Description
 

Qty
 

Term
 

Sale Price
 

Ext. Sale Price
 

Refresh
Duration

 

 

 

 

Video as a Service
       

 

 

1
 

AAS-BWC-5YR-001
 

V300 BODY WORN
CAMERA AND COMMAND
CENTRAL EVIDENCE - 5
YEARS VIDEO-AS-A-
SERVICE ($49 PER MON)
 

43
 

5 YEAR
 

$2,940.00
 

$126,420.00
  

 

 

2
 

SVC-RMT-410-AAS
 

VAAS REMOTE
SYSSETUPL2,TRAIN,CON
FIG,PM
 

1
  

Included
 

Included
  

 

 

3
 

SSV00S03094A
 

COMMANDCENTRAL
EVIDENCE PLUS
SUBSCRIPTION VAAS*
 

43
 

5 YEAR
 

Included
 

Included
  

 

 

4
 

SSV00S03095A
 

COMMANDCENTRAL
EVIDENCE UNLIMITED
BODY WORN CAMERA
STORAGE VAAS*
 

43
 

5 YEAR
 

Included
 

Included
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Line #
 

Item Number
 

Description
 

Qty
 

Term
 

Sale Price
 

Ext. Sale Price
 

Refresh
Duration

 

 

 

5
 

BW-V30-10--
 

V300 BODY WORN
CAMERA, MAG CHEST
MOUNT
 

43
  

Included
 

Included
 

3 YEAR
 

 

 

6
 

WAR-300-CAM-NOF
 

V300 NO FAULT
WRRANTY
 

43
 

5 YEAR
 

Included
 

Included
  

 

 

7
 

BW-AAS-V3-TS
 

VIDEO EQUIPMENT,V300
XFER STATION, UNCONF
($30 PER MON)
 

1
  

Included
 

Included
  

 

 

 

CommandCentral
Evidence
 

      

 

 

8
 

ISV00S01459A
 

DIGITAL EVIDENCE
DELIVERY SERVICES
 

1
  

$0.00
 

$0.00
  

 

 

9
 

SSV00S01450B
 

LEARNER LXP
SUBSCRIPTION*
 

1
 

5 YEAR
 

$0.00
 

$0.00
  

 

 

10
 

SSV00S02601A
 

COMMANDCENTRAL
EVIDENCE PLUS*
 

1
 

5 YEAR
 

$2,340.00
 

$2,340.00
  

 

 

11
 

SSV00S02604A
 

FIELD RESPONSE
APPLICATION*
 

1
 

5 YEAR
 

Included
 

Included
  

 

 

12
 

SSV00S02605A
 

RECORDS
MANAGEMENT*
 

1
 

5 YEAR
 

Included
 

Included
  

 

 

13
 

SSV00S02606A
 

OPTIMIZED DIGITAL
EVIDENCE*
 

1
 

5 YEAR
 

Included
 

Included
  

 

 

14
 

SSV00S02785A
 

UNLIMITED CAR
STORAGE*
 

15
 

5 YEAR
 

$495.00
 

$7,425.00
  

 

 

15
 

SSV00S02782A
 

COMMUNITY
INTERACTION TOOL*
 

1
 

5 YEAR
 

Included
 

Included
  

 

 

16
 

BW-ACK-V3-TS
 

V300 TRANSFER
STATION II
 

4
  

$1,250.00
 

$5,000.00
  

 

 

17
 

VIS-300-BAT-RMV
 

V300, BATT, 3.8V,
4180MAH
 

43
  

$69.00
 

$2,967.00
  

 

 

18
 

VIS-300-CHG-001
 

V300, USB DOCK, D300,
DESK CHGR/UPLD KIT
 

15
  

$79.00
 

$1,185.00
  

 

 

19
 

SVC-4RE-ONS-400
 

ON-SITE DEPLOYMENT,
TRAINING,
CONFIGURATION AND
PROJECT MANAGEMENT
 

1
  

$5,000.00
 

$5,000.00
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Grand Total
 

$150,337.00(USD)
 

Pricing Metric :
Price is indicative of the following -
# of Named users for CommandCentral Evidence - 1
 

 
Pricing Summary

Sale Price Prorated Price

Upfront Costs for Hardware, Accessories and Implementation
(if applicable), plus Subscription Fee $41,389.00 $0.00

Year 2 Subscription Fee $27,237.00 $0.00

Year 3 Subscription Fee $27,237.00 $0.00

Year 4 Subscription Fee $27,237.00 $0.00

Year 5 Subscription Fee $27,237.00 $0.00

Grand Total System Price $150,337.00 $0.00

 
Notes:

 ●
 

 

  Additional information is required for one or more items on the quote for an order.
 

    

 ●
 

 

 

Unless otherwise noted, this quote excludes sales tax or other applicable taxes (such as Goods and Services Tax,
sales tax, Value Added Tax and other taxes of a similar nature). Any tax the customer is subject to will be added to
invoices.
 

 ●
 

 

  Unless otherwise noted in this quote / order, installation of equipment is not included.
 

 

 QUOTE-1749347
v300 vaas

 

 

Any sales transaction following Motorola's quote is based on and subject to the terms and conditions of the valid and executed written contract between Customer and Motorola (the ""Underlying
Agreement"") that authorizes Customer to purchase equipment and/or services or license software (collectively ""Products""). If no Underlying Agreement exists between Motorola and Customer, then
Motorola's Standard Terms of Use and Motorola's Standard Terms and Conditions of Sales and Supply shall govern the purchase of the Products.
 Motorola Solutions, Inc.: 500 West Monroe, United States - 60661 ~ #: 36-1115800  
 

Page 5
 



 

 

1VIDEO-AS-A-SERVICE OVERVIEW 

Video-as-a-Service (VaaS) is a subscription-based solution that provides agencies with Motorola’s 

industry-leading evidence collection and management tools. VaaS provides agencies access to high-

definition camera systems and the industry’s only fully end-to-end digital evidence management 

ecosystem. Included in this quote is access to CommandCentral Evidence, which includes several 

applications that enable a single, streamlined workflow. 

 

When combined into a single solution, these tools enable officers in the field to easily capture, record, 

and upload evidence, as well as efficiently manage and share that evidentiary data. Because Video-

as-a-Service requires no up-front purchase of equipment or software, it provides a simple way to 

quickly deploy and begin using a complete camera and evidence management solution for a per-

device charge, billed quarterly.  
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1V300 BODY-WORN CAMERA SOLUTION DESCRIPTION 

The WatchGuard V300 HD Body-Worn Camera captures clear video 
and audio of every encounter from the user’s perspective. Its 

continuous-operation capabilities allow constant recording, helping 
the user to capture every detail of each situation and create a 
reliable library of evidence for case-building and review. 

The V300 is easy to operate, with four control buttons. Its built-in 
Record-After-the-Fact® (RATF) technology enables the device to 
capture important video evidence that can be retrieved hours or 
days after an incident occurs, even if a recording is not triggered by 
the user or sensor. With RATF, officers can prioritize response to 
immediate threats over manually activating their camera. 

KEY FEATURES OF THE V300 
 Detachable Battery - The V300’s detachable battery allows officers to switch to a fully-charged 

battery if their shift goes longer than expected. And since batteries can charge without being 
attached to a camera, they can be kept fully charged and ready to go in a dock for use. This 
feature is especially helpful for agencies that share cameras among multiple officers. 

 Wireless Uploading - Recordings made by the V300 can be uploaded to your agency’s evidence 
management system via WiFi or LTE networks. This enables easy transfer of critical recordings 
to headquarters for immediate review or long-term storage. 

 Data Encryption - The V300 uses FIPS-140-2 compliant encryption at rest and in transit. This 
ensures that recordings made by your agency’s officers are secure from unauthorized access. 

 Record-After-The-Fact® - Our patented Record-After-the-Fact® technology records even when 
the recording function isn’t engaged. These recordings are uploaded to the evidence 
management system and allow users to review important evidence that was captured days 
before. 

 Natural Field of View - The V300 eliminates the fisheye effect from wide-angle lenses that warps 
video footage. Distortion correction ensures a clear and complete evidence review process. 

 SmartControl Application - Motorola’s SmartControl Application allows V300 users to tag and 
preview video, livestream from the camera to the app, adjust vertical field of view, and change 
camera settings. This application is available for iOS and Android. 

 In-Field Tagging – The V300 enables easy in-field event tagging. It allows officers to view event 
tags and save them to the appropriate category directly from the camera or via smartphone 
application. This is made easier in conjunction with an integrated in-car video recording system. 

 Auto Activation - Multiple paired V300 cameras and in-car systems can form a recording group, 
which can automatically start recording when one of the group devices starts a recording. They 
can be configured to initiate group recording using triggers like lights, sirens, doors, gun racks, 
and other auxiliary inputs. Up to eight V300 cameras can also collaborate on recordings without 
an in-car system, using similar triggers. Group recordings are uploaded and automatically linked 
in DEMS as part of one incident. 
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V300 AND IN-CAR VIDEO INTEGRATION 
The V300 integrates seamlessly with the M500 and 4RE In-Car Video System, capturing video of an 
incident from multiple vantage points. With these in-car video systems, all critical functions are never 
more than three taps away. This integration includes the following features: 
 Distributed Multi-Peer Recording - Multiple V300 cameras and in-car systems can form a 

recording group and, based on configuration, automatically start recording when one of the group 
devices begins recording. Group recordings are uploaded and automatically linked in DEMS as 
part of one incident. 

 Automatic Tag Pairing - Recordings captured by integrated in-car systems and V300 cameras 
can be uploaded to DEMS with the same tags automatically. From the in-car system’s display, 
the videos can be saved under the appropriate tag category. The tag is then automatically shared 
with the V300 video and is uploaded as part of one incident, along with the officer’s name. 

 Evidence Management Software - When body-worn and in-car cameras both record the same 
incident, Motorola’s evidence management software automatically links those recordings based 
on officer name, date, and time overlap associated with the devices. 

 Additional Audio Source - The V300 can serve as an additional audio source when integrated 
with the in-car video system. The V300 also provides an additional view of the incident and 
inherits the event properties of the in-car system’s record, such as officer name, event category, 
and more, based on configuration. 

V300 AND APX RADIO INTEGRATION 
Motorola’s APX two-way radios and the V300 Body-Worn Cameras are able to work together to 
capture video evidence. When the APX’s emergency mode button is pressed, the V300 is 

automatically triggered to capture video evidence. The recording will continue until stopped by the 
officer via the start/stop button on the V300 or group in-car video system. 

HOLSTER AWARE INTEGRATION 
V300 integrates with Holster Aware, a holster sensor that automatically prompts the V300 to record 
the moment holstered equipment is drawn. All sensor and V300 associations can be managed 
within any DEMS. This sensor allows officers to record high-stress events as they unfold, without 
having to sacrifice situational awareness by manually activating the V300. 
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DOCKING STATIONS 
The V300 has three docking options: 

 

Transfer Station - The Transfer Station is built for large, 
multi-location agencies with large numbers of V300 
cameras in service at any given time. It can charge up to 
eight fully assembled cameras or individual battery packs. 
Each of the eight docking slots includes an LED indication 
of battery charging status and upload status. While a 
V300 is being charged, the Transfer Station can 
automatically offload its recording to Evidence 
Management Solution via an integrated 10Gb/1Gb 
connection to the local area network (LAN). The Transfer 
Station connects directly to the local area network for fast 
offload of recorded events to storage while charging the 
camera battery. The Transfer Station supports 
comprehensive device management capabilities, such as 
camera configuration, checkout and officer assignment 
options; rapid checkout, kiosk, and individual camera 
checkout; automatic firmware and configuration updates. 

 

 

USB Base - The USB Base charges the battery of a 
single V300 camera or a standalone battery pack. The 
USB Base can be mounted in a vehicle or attached to a 
desktop or Mobile Data Computer, with 12V or a USB 
connection for power. It has LED indications of battery 
charging status and upload, and an ambient light sensor 
for optimal LED brightness control, from the bright 
sunlight, to the dim interior of a patrol car. When 
connected to a laptop or desktop, the USB Base can be 
used to upload recordings to an evidence management 
system, receive firmware and configuration updates. 

 

 

Wi-Fi Base - The Wi-Fi Base is mounted in the vehicle. It 
facilitates V300 upload of evidence to evidence 
management system, firmware updates, communication 
between V300 and in-car group devices, charges fully 
assembled V300 cameras or individual battery packs and 
more. It has LED indications of battery charging status 
and upload, and an ambient light sensor for optimal LED 
brightness control, from the bright sunlight, to the dim 
interior of a patrol car.  
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COMMANDCENTRAL EVIDENCE PLUS SOLUTION
DESCRIPTION 
 
OVERVIEW
 
CommandCentral Evidence provides a suite of digital evidence management tools that help users
contain, organize, and act on large amounts of incoming multimedia. These tools streamline the
collection, capture, storage, and sharing of data from a single location. By centralizing digital evidence
storage and management, CommandCentral Evidence removes data silos and helps users get the most
out of their critical information.
 
 

 

Users access all case content from a single, cloud-based location. Cases integrate records and evidence
content, allowing users to view all media associated with a case. These cloud-based tools help users
account for all evidence regardless of source. CommandCentral Evidence makes it easy to secure and
share content with chain of custody intact to improve collaboration.
 
CommandCentral Evidence is available without any upfront investment. Monthly subscription service
costs include the software and video storage. And CommandCentral Evidence uses the Azure GovCloud,
securing data at rest and in transit to protect communications. This complies with CJIS guidelines and the
NIST framework, audited annually against the Service Organization Control 1 and 2 reporting framework.
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THE COMMANDCENTRAL PLATFORM
 
CommandCentral is an end-to-end platform of interconnected solutions that unify data and streamline
public safety workflows from a tip or call to case closure. Through single sign-on capabilities, your
personnel can access all CommandCentral software applications with one agency username and
password for a more streamlined workflow. The CommandCentral platform puts your agency’s data to
better use, improves safety for critical personnel, and helps keep your focus on the communities you
serve.
 
CommandCentral evolves over time, maximizing the value of existing investments while adopting new
capabilities that better meet your personnel’s growing needs. With cloud-based services and an agile
development methodology through constant user feedback, Motorola Solutions can deliver new features
and functionality in a more manageable, non-intrusive way.
 

 
The CommandCentral End-to-End Platform

 
 
 

Community Interaction Tools
 
CommandCentral Evidence provides a set of Community Interaction tools
to enhance the partnership between your agency and the public. This
solution is the foundation for transparent community engagement by
streamlining the flow of data between your agency and the people you
serve. The toolkit helps build public trust and increases the value of
community intelligence. As a result, your agency gains new ways to
connect with the public, building collaboration and transparency.
 
Community interaction centers around CityProtect.com. This mobile-
friendly webpage offers citizens a centralized set of tools to contribute to
public safety. The tools and forms within CityProtect enable you to create
a dialogue with your community and promote the value of citizen
intelligence. Sharing and receiving important data is streamlined to make
engagement easier.
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AGENCY PAGE
 
CommandCentral Evidence provides a dedicated, public-facing webpage for your agency. This
customizable page offers a unique URL to serve as the hub for community interaction with access to the
tools for the public to connect with your agency.
 
The agency page shows quick, rotating messages—bulletins (up to five 244-character messages)—to
keep the public informed. Your agency will control the order, schedule, and expiration date of these
bulletins. The page also integrates an agency’s social media feeds to further unify communications.
 
PUBLIC SUBMISSIONS
 
With CommandCentral Evidence, the public can submit information online with an easy-to-use interface.
There are multiple self-service form options for online submissions, such as anonymous tips, public
information requests, and non-emergency submissions. Your agency will decide which of these forms to
deploy and how to personalize these forms with built-in form management tools. The public can submit
tips using these forms on CityProtect, or via anonymous SMS communication. Together, these
submissions help agencies build a more accurate operating picture. TipManager manages these
submissions in a central location and saves digital content in CommandCentral Evidence. This
streamlines public-provided content with officer-captured evidence in a single repository.
  
DIGITAL EVIDENCE COLLECTION
 
CommandCentral Evidence’s digital evidence collection features allows your agency to collect case-
specific digital media from any source without needing a personal device or physical storage, such as
CDs, USBs, or other devices checked into physical evidence stores. Digital files are automatically added
and tagged within the application, making access to specific information easy and efficient.
 
 
CRIME MAP
 
Crime Map is built into the CityProtect home page. Crime Map
automatically publishes crime data and incident information from your
CAD or RMS or CAD system to an interactive, online map. This map
keeps the public informed of local crime activity and offers visibility into
your operations. Crime Map also provides the following:
 
• Incident data display with up to hourly updates.
• Primary Agency shapefile.
• Sex offender listing options.
• Crime data download option and action link.
 
CAMERA REGISTRATION
 
Camera Registration allows citizens to register their residential or
commercial security cameras in CityProtect. Each community member
can create a free CityProtect user account to manage their camera
information. Your agency can then access the location of these cameras
and contact the owner for potential video evidence. The data from these
accounts is visualized in a variety of CommandCentral applications.
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FIELD RESPONSE APPLICATION
 
CommandCentral Evidence features a mobile application that allows users to capture video, images, and
audio from the field. The application provides advanced camera controls to help users control what is
captured. Integrated metadata population and tagging provides immediate access of content in the Digital
Evidence Management application. This isolation ensures evidence is not accessible by other apps and
ensures an uncompromised chain of custody from the moment of capture.
 
This application is a capture source for officers, detectives, command staff, supervisors and other law
enforcement personnel. The application’s user interface exists in the same ecosystem as the Digital
Evidence Management tool. The field response application is available on iOS and Android.
 
RECORDS MANAGEMENT
 
CommandCentral Evidence’s record management capabilities allow users to quickly and easily search
video, audio, images, and other digital content. It then stores that data in a central cloud-based location,
streamlining access and management across your organization to reduce the complexities of record
management. As a result, this solution helps save your personnel valuable time and allows them to focus
on critical tasks.
 
Records Management offers users the following features to benefit management workflows:
 
• Consolidated Record View – Enter and view incident data, officer narrative, and digital evidence with

one user interface, allowing officers to spend more time in the field.
• Task Creation and Assignment – View, create, and assign tasks or projects for the day as part of the

Insights Dashboard. This helps build and close cases faster by tracking progress and assigning
ownership to activities.

• Unified Search – Find specific information faster by searching across all agency data.
• Master Indexes – Validate data on persons, vehicles, and organizations against the master indexes.

For example, agencies can verify that an arrested person, person of interest, or suspect’s information is
accurate.

• Compliance Verification – Prompt officers for the information they need so you can check reports before
submission and save response time.

• Record Quality Control – Keep data clean by identifying, merging, and de-duplicating records
automatically.

• Trusted Agency Sharing – Remain in control of your data when you share case information with other
agencies.

• Judicial Case Sharing – Share validated evidence items with trusted judicial partners for use in court,
with a verifiable chain of custody.

• Crime Predictions in Dashboard – Monitor activity and set threshold alerts to identify and address crime
trends.

• Data Insights Reporting – Access critical insight with pre-built reports and dashboards to make data-
driven decisions.

 
 
DIGITAL EVIDENCE MANAGEMENT
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CommandCentral Evidence’s digital evidence management tools streamline collecting, securing, and
managing multimedia evidence. These tools simplify how a secure digital evidence library is built by
incorporating data from multiple sources into a unified evidence storage framework. Users can upload
digital evidence from a variety of sources to quickly build cases. Evidence stored within the tool is easy to
search, correlate, and review alongside other case-related information from your CAD or RMS database.
Relevant content can be marked and intelligently sorted to quickly locate critical information from a central
touchpoint. This unified storage framework allows personnel to make informed decisions from an
organized and complete case evidence view, while offering an access control system to allow only
authorized personnel to view sensitive information.
 
STORE AND MANAGE
 
CommandCentral Evidence simplifies building a secure digital evidence library by incorporating data from
multiple sources into a unified evidence storage framework. Users can upload digital evidence files from a
variety of sources to build cases. Products from Motorola Solutions, such as body-worn cameras, in-car
cameras, the mobile field response application, and other CommandCentral software, automatically
transmit data to Digital Evidence Management. This saves the time and effort needed to manually upload
files. Once the content is securely stored, content management is more efficient. 
 
Digital Evidence Management streamlines content management workflows, with tags and metadata that
make it easier to correlate, search, and manage evidence. The application automatically links evidence
based on the tags and metadata attached to those files, helping users find additional contextual
information on an incident and build cases quickly. Users can search and filter content to locate additional
relevant data to link to a case or incident. To quickly access evidence items that they frequently need to
reference, users can group or bookmark files within the interface.
 
CommandCentral Evidence provides unlimited storage for events captured by the WatchGuard video
systems where the applied data retention period does not exceed one year for non-evidentiary recordings
or 10 years for evidentiary recordings (recordings associated with a case). Additionally, the video
recording policy must be event-based (policies that require officers to record their entire shift will not
qualify for this plan). For non-camera data storage (data not captured by the body camera and/or in-car
system), agencies receive 50GB of storage per device, per month, pooled across all devices in the
program.
 
 
INTERFACE SERVER  REQUIREMENTS
 
A customer-provided virtual machine is required to support the interface. The virtual machine must meet
the following minimum specifications:
 
• Access to Customer-Provided Internet.
 
The customer-provided virtual machine will allow CloudConnect to be installed to enable
CommandCentral cloud applications to connect to on-premises applications, like CAD/RMS systems.
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1COMMANDCENTRAL EVIDENCE PLUS STATEMENT OF WORK 

OVERVIEW 

The Statement of Work (SOW) defines the principal activities and responsibilities of Motorola 

Solutions, Inc. (“Motorola Solutions”) and the Customer. Motorola Solutions and the Customer will 

work to complete their respective responsibilities in accordance with the mutually agreed upon 

governing schedule. Any changes to the governing schedule will be mutually agreed upon via the 

change provision of the Agreement. 

AGENCY AND USER SETUP 

The Customer’s agency(s) and CommandCentral users must be provisioned within the 

CommandCentral cloud platform using the CommandCentral Admin tool. The provisioning process 

allows the agency(s) to define the specific capabilities and permissions of each user.  

Motorola Solutions Responsibilities 

 Use the CommandCentral Admin tool to establish the Customer and the Customer’s agency(s) 
within the CommandCentral cloud platform. This activity is completed during the order process. 

 Provision agency’s CommandCentral initial users and permissions. 

Customer Responsibilities 

 Identify a System Administrator(s). 

 Ensure all System Administrators complete the CommandCentral Admin training. 

 Use the CommandCentral Admin tool to setup CommandCentral administration and user 
passwords, and provision agency’s CommandCentral users and permissions. 

Completion Criteria 

Initial agencies and users have been configured. 

COMMUNITY INTERACTION TOOL 

Motorola Solutions enables the Community Interaction Tool during the order process. 

Motorola Solutions Responsibilities 

 Refer to Agency and User Setup section of SOW.  

 Connect Customer incident data ingest. 

Customer Responsibilities 

 Provision policies and procedures, tags, retention periods, and user permissions. 

 Configure Community Interaction Tool settings (location of agency pin, shape of agency, 
keywords, agency page, URL, which forms to deploy). 

 Provide access to Motorola Solutions’ team to connect incident data ingest.  
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Completion Criteria 

Community Interaction Tool subscription enabled. 

RECORDS MANAGEMENT 

This document describes the activities required to ensure access to the subscription software and the 

Customer’s provisioning activities. 

Records Management features preconfigured Incident Forms and standard Workflows. As a result, 

minimal configuration work is required prior to operation. 

Motorola Solutions Responsibilities 

 Refer to the Agency and User Setup section of SOW. 

Customer Responsibilities 

 Provision all required custom Offence Codes using the CommandCentral user interface. 

Completion Criteria 

Records Management enabled and offence codes provisioned. 

DIGITAL EVIDENCE MANAGEMENT 

Motorola Solutions will discuss industry best practices, current operations environment, and 

subsystem integration in order to determine the optimal configuration for Digital Evidence 

Management. Motorola Solutions enables the subscription during the order process.  

Note that while Digital Evidence Management is capable of interfacing with a variety of data sources, 

any additional interfaces are not included in this implementation. 

Motorola Solutions Responsibilities 

 Refer to the Agency and User Setup section of SOW. 

 Connect Customer incident data ingest. 

 If a hybrid on-premise and cloud solution is included, configure Evidence Library to Digital 
Evidence Management interface(s) to support the functionality described in the Solution 
Description. 

 Integrate Records Management with Digital Evidence Management. 

Customer Responsibilities 

 Provision policies, procedures, and user permissions. 

 Configure Digital Evidence Management settings. 

 Provide access to Motorola Solutions’ team to connect incident data ingest.  

Completion Criteria 

Digital Evidence Management subscription enabled. Configured to provide the end-to-end solution for 

the Customer. 
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FIELD RESPONSE APPLICATION 

The Field Response Application provides Android / iOS multimedia capture allowing a smartphone to 

send data to Digital Evidence Management . 

Motorola Solutions Responsibilities 

 None. 

Customer Responsibilities 

 Download “CommandCentral Capture” Application from App Store. 

 Determine if video can be uploaded to Digital Evidence Management via WiFi and cellular 
network or WiFi only. 

 Set confirmation parameters in Digital Evidence Management Admin. 

 Determine specific video resolution or a range of resolutions. 

Completion Criteria 

Work is considered complete upon Customer successfully installing application. The Field Response 

Application is configured and data is being received in Digital Evidence Management.  

THIRD-PARTY INTERFACES 

The delivery, installation, and integrations of interfaces may be an iterative series of activities 

depending upon access to third-party systems. If proposed, interfaces will be installed and configured 

in accordance with the schedule. 

Connectivity will be established between CommandCentral systems and the external and/or third-

parties to which they will interface. Motorola Solutions will configure CommandCentral systems to 

support each contracted interface. The Customer is responsible for engaging third-party vendors if 

and as required to facilitate connectivity and testing of the interface(s). 

Motorola Solutions Responsibilities 

 Develop interface(s) in accordance with the Solution Description. 

 Establish connectivity to external and third-party systems. 

 Configure interface(s) to support the functionality described in the Solution Description. 

 Perform functional validation to confirm each interface can transmit and or receive data in 
accordance with the Interface Feature Description (IFD). 

Customer Responsibilities 

 Act as liaison between Motorola Solutions and third-party vendors or systems as required to 
establish connectivity with Digital Evidence Management. 

 Provide personnel proficient with and authorized to make changes to the network and third-party 
systems to support Motorola Solutions’ interface installation efforts. 

 Provide network connectivity between Digital Evidence Management and the third-party systems. 

 Provide requested information on API, SDKs, data schema, and any internal and third-party 
documents necessary to establish interfaces with all local and remote systems and facilities 
within 10 days of the Interface Engagement Meeting. 

 Adhere to the requirements presented in the IFD. 
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Motorola Solutions Deliverables 

Contracted Interface(s). 

Completion Criteria 

Connectivity is established between CommandCentral systems and the external and/or third-parties 

using said interface. 

Unknown circumstances, requirements, and anomalies at the time of initial design can present 

difficulties in interfacing CommandCentral Vault to some third-party applications. These difficulties 

could result in a poorly performing or even a non-functional interface. At such time that Motorola 

Solutions is provided with information and access to systems, we will be able to mitigate these 

difficulties. If Motorola Solutions mitigation requires additional third-party integration, application 

upgrades, API upgrades, and/or additional software licenses those costs will need to be addressed 

through the change provision of the contract. 

TRAINING 

CommandCentral online training is made available to you via Motorola Solutions Software Enterprise 

Learning eXperience Portal (LXP). This subscription service provides you with continual access to our 

library of online learning content and allows your users the benefit of learning at times convenient to 

them. Content is added and updated on a regular basis to keep information current. All Motorola 

Solutions tasks are completed remotely and enable the Customer to engage in training when 

convenient to the user. 

LXP Administrators are able to add/modify users, run reports, and add/modify groups within the 

panorama. 

Motorola Solutions Responsibilities 

 Initial setup of Panorama and addition of administrators. 

 Provide instruction to the Customer LXP Administrators on: 

 Adding and maintaining users. 

 Adding and maintaining Groups. 

 Assign courses and Learning Paths. 

 Running reports. 

Customer Responsibilities 

 Go to https://learningservices.motorolasolutions.com and request access if you do not already 
have it. 

 Complete LXP Administrator training. 

 Advise users of the availability of the LXP. 

 Add/modify users, run reports and add/modify groups. 

Completion Criteria 

Work is considered complete upon conclusion of Motorola Solutions-provided LXP Administrator 

instruction. 
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Panorama – A panorama is an individual instance of the LXP that provides autonomy to the agency 
utilizing. 
 
Groups – A more granular segmentation of the LXP that are generally utilized to separate learners 
of like function (dispatchers, call takers, patrol, firefighter). These may also be referred to as clients 
within the LXP. 
 

Learning Path – A collection of courses that follow a logical order, may or may not enforce linear 
progress. 

Customer Responsibilities  

 Supply a suitably configured classroom with a workstation for the instructor and at least one 
workstation for every two students. 

 Designate training representatives who will work with the Motorola Solutions trainers in the 
development and delivery of training. 

Motorola Solutions Deliverables 

 Classroom Training Materials, Attendance Rosters. 

Completion Criteria 

Work is considered complete upon conclusion of Motorola Solutions provided Train the Trainer 

training. 

Motorola Solutions offers many training courses pertaining to the Customer’s solution. Motorola 

Solutions will provide specific training courses in the welcome email provided after implementation. 

TRANSITION TO SUPPORT AND CUSTOMER SUCCESS 

Following the completion of the activation of CommandCentral components, implementation activities 

are complete. The transition to the Motorola Solutions’ support organization completes the 

implementation activities. 

Customer Success is the main point of contact as you integrate this solution into your agency’s 

business processes. Our team will work with you to ensure CommandCentral Evidence has met your 

expectations and that the solution satisfies your goals and objectives. Contact Customer Success at 

CommandCentralCS@motorolasolutions.com. 

Our Customer Support team will be the point of contact for technical support concerns you might 

have and can be reached either by phone at 1-800-MSI-HELP (option x4, x4, x3) or by emailing 

support-commandcentral@motorolasolutions.com. 

Motorola Solutions Responsibilities 

 Provide the Customer with Motorola Solutions support engagement process and contact 
information. 

 Gather contact information for the Customer users authorized to engage Motorola Solutions 
support. 
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Customer Responsibilities 

 Provide Motorola Solutions with specific contact information for those users authorized to engage 
Motorola Solutions’ support. 

 Engage the Motorola Solutions support organization as needed. 

Completion Criteria 

Conclusion of the handover to support and the implementation is complete. 

 

 

 

QUOTE-1749347
v300 vaas

 

 

Any sales transaction following Motorola's quote is based on and subject to the terms and conditions of the valid and executed written contract between Customer and Motorola (the ""Underlying
Agreement"") that authorizes Customer to purchase equipment and/or services or license software (collectively ""Products""). If no Underlying Agreement exists between Motorola and Customer, then
Motorola's Standard Terms of Use and Motorola's Standard Terms and Conditions of Sales and Supply shall govern the purchase of the Products. 

Page 20
 



VIDEO EVIDENCE STATEMENT OF WORK
 

Overview 
 
In accordance with the terms and conditions of the Agreement, this Statement of Work (“SOW”) defines
the principal activities and responsibilities of all parties for the delivery of the Motorola Solutions, Inc.
(“Motorola”) system as presented in this offer to the Customer(hereinafter referred to as “Customer”). For
the purposes of this SOW, Motorola may include our affiliates, subcontractors, and third-party partners, as
the case may be.
 
Deviations and changes to this SOW are subject to mutual agreement between Motorola and the
Customer and will be addressed in accordance with the change provisions of the Agreement.
 
Unless specifically stated, Motorola work will be performed remotely. Customer will provide Motorola
resources with direct network access sufficient to enable Motorola to fulfill its delivery obligations.
 
The number and type of software or subscription licenses, products, or services provided by or on behalf
of Motorola are specifically listed in the Agreement and any reference within this SOW, as well as
subcontractors’ SOWs (if applicable), does not imply or convey a software or subscription license or
service that is not explicitly listed in the Agreement.
 

AWARD, ADMINISTRATION, AND PROJECT INITIATION
 
Project Initiation and Planning will begin following execution of the Agreement.
 
Following the conclusion of the Welcome/IT Call, Motorola project personnel will communicate additional
project information via email, phone call, or additional ad-  hoc meetings.
 
Motorola utilizes Google Meet as its teleconference tool. If Customer desires a different teleconference
tool, Customer may provide a mutually agreeable alternate tool at Customer expense.
 

PROJECT MANAGEMENT TERMS
 
The following project management terms are used in this SOW. Since these terms may be used
differently in other settings, these definitions are provided for clarity.
 
Deployment Date(s) refers to any date or range of dates when implementation, configuration, and
training will occur. The deployment date(s) is subject to change based on equipment or resource
availability and Customer readiness.
 
COMPLETION CRITERIA 
 
Motorola Integration Services are complete upon Motorola performing the last task listed in a series of
responsibilities or as specifically stated in the deployment checklist. Certain Customer tasks, such as
hardware installation activities identified in Section 1.9 of this SOW, must be completed prior to Motorola
commencing with its delivery obligations. Customer will provide Motorola written notification that it does
not accept the completion of Motorola responsibilities or rejects a Motorola service deliverable within five
business days of task completion or receipt of a deliverable, whichever may be applicable.

 

 

 QUOTE-1749347
v300 vaas

 

 

Any sales transaction following Motorola's quote is based on and subject to the terms and conditions of the valid and executed written contract between Customer and Motorola (the ""Underlying
Agreement"") that authorizes Customer to purchase equipment and/or services or license software (collectively ""Products""). If no Underlying Agreement exists between Motorola and Customer, then
Motorola's Standard Terms of Use and Motorola's Standard Terms and Conditions of Sales and Supply shall govern the purchase of the Products. 

Page 21
 



 
Service completion will be acknowledged in accordance with the terms of the Agreement and the Service
Completion Date will be memorialized by Motorola and Customer in a writing signed by both parties.
 
PROJECT ROLES AND RESPONSIBILITIES OVERVIEW
 
MOTOROLA PROJECT ROLES AND RESPONSIBILITIES
 
A Motorola team, made up of specialized personnel, will be assigned to the project under the direction of
the Motorola Project Manager. Team members will be multi-disciplinary and may fill more than one role.
Team members will be engaged in different phases of the project as necessary.
 
In order to maximize efficiencies, Motorola’s project team will provide services remotely via
teleconference, web-conference, or other remote method in fulfilling its commitments as outlined in this
SOW.
 
The personnel role descriptions noted below provide an overview of typical project team members. One
or more resources of the same type may be engaged as needed throughout the project. There may be
other personnel engaged in the project at the discretion of and under the direction of the Project Manager.
 
Motorola’s project management approach has been developed and refined based on lessons learned in
the execution of hundreds of system implementations. Using experienced and dedicated people, industry-
leading processes, and integrated software tools for effective project execution and control, we have
developed and refined practices that support the design, production, and testing required to deliver a
high-quality, feature-rich system.
 
Project Manager
 
A Motorola Project Manager will be assigned as the principal business representative and point of contact
for Motorola. The Project Manager’s responsibilities include the following:
 
• Host the Welcome/IT Call.
• Manage the Motorola responsibilities related to the delivery of the project.
• Coordinate schedules of the assigned Motorola personnel and applicable subcontractors/supplier

resources.
• Manage the Change Order process per the Agreement.
• Maintain project communications with the Customer.
• Identify and manage project risks.
• Collaborative coordination of Customer resources to minimize and avoid project delays.
• Conduct remote status meetings on mutually agreed dates to discuss project status.
• Provide timely responses to issues related to project progress.
 
System Technologists
 
The Motorola System Technologists (ST) will work with the Customer project team on system
provisioning. ST responsibilities include the following:
 
• Provide consultation services to the Customer regarding the provisioning and operation of the Motorola

system.
• Provide provisioning and training to the Customer to set up and maintain the system.
• Complete the provisioning ownership handoff to the Customer.
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• Complete the project-defined tasks as defined in this SOW.
• Confirmation that the delivered technical elements meet contracted requirements.
• Engagement throughout the duration of the delivery.
 
 
Technical Trainer / Instructor
 
The Motorola Technical Trainer / Instructor provides training either on-site or remote (virtual) depending
on the training topic and deployment type purchased. Responsibilities include:
 
• Review the role of the Learning eXperience Portal (“LXP”) in the delivery and provide Customer

Username and Access Information.
 
 
CUSTOMER PROJECT ROLES AND RESPONSIBILITIES OVERVIEW 
 
The success of the project is dependent on early assignment of key Customer resources. In many cases,
the Customer will provide project roles that correspond with Motorola’s project roles. It is critical that these
resources are empowered to make decisions based on the Customer’s operational and administration
needs. The Customer’s project team should be engaged from project initiation through beneficial use of
the system. The continued involvement in the project and use of the system will convey the required
knowledge to maintain the system post-completion of the project. In some cases, one person may fill
multiple project roles. The project team must be committed to participate in activities for a successful
implementation. In the event the Customer is unable to provide the roles identified in this section,
Motorola may be able to supplement Customer resources at an additional price.
 
Project Manager
 
The Project Manager will act as the primary Customer point of contact for the duration of the project. The
Project Manager is responsible for management of any third-party vendors that are the Customer’s
subcontractors. In the event the project involves multiple locations, Motorola will work exclusively with a
single Customer-assigned Project Manager (the primary Project Manager). The Project Manager’s
responsibilities include the following:
 
• Communicate and coordinate with other project participants.
• Manage the Customer project team, including timely facilitation of efforts, tasks, and activities.
• Maintain project communications with the Motorola Project Manager.
• Identify the efforts required of Customer staff to meet the task requirements in this SOW and identified

in the Welcome/IT Call.
• Consolidate all project-related questions and queries from Customer staff to present to the Motorola

Project Manager.
• Approve a deployment date offered by Motorola.
• Monitor the project to ensure resources are available as required.
• Attend status meetings.
• Provide timely responses to issues related to project progress.
• Liaise and coordinate with other agencies, Customer vendors, contractors, and common carriers.
• Review and administer change control procedures, hardware and software certification, and all related

project tasks required to meet the deployment date.
• Ensure Customer vendors’ readiness ahead of the deployment date. 
• Assign one or more personnel who will work with Motorola staff as needed for the duration of the

project, including at least one Application Administrator for the system and one or more
representative(s) from the IT department.
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• Identify the resource with authority to formally acknowledge and approve change orders, completion of
work, and payments in a timely manner.

• Provide building access to Motorola personnel to all Customer facilities where system equipment is to
be installed during the project. Temporary identification cards are to be issued to Motorola personnel, if
required for access to facilities.

• Ensure remote network connectivity and access to Motorola resources.
• Provide reasonable care to prevent equipment exposure to contaminants that cause damage to the

equipment or interruption of service.
• Ensure a safe work environment for Motorola personnel.
• Identify and manage project risks.
• Point of contact to work with the Motorola System Technologists to facilitate the training plan.
 
IT Support Team
 
The IT Support Team (or Customer designee) manages the technical efforts and ongoing tasks and
activities of their system. Manage the Customer-owned provisioning maintenance and provide required
information related to LAN, WAN, wireless networks, server, and client infrastructure. They must also be
familiar with connectivity to internal, external, and third-party systems to which the Motorola system will
interface.
 
The IT Support Team responsibilities include the following:
 
• Participate in overall delivery and training activities to understand the software, interfaces, and

functionality of the system.
• Participate with the Customer subject matter experts during the provisioning process and training.
• Authorize global provisioning choices and decisions, and be the point(s) of contact for reporting and

verifying problems and maintaining provisioning.
• Obtain inputs from other user agency stakeholders related to business processes and provisioning.
• Implement changes to Customer owned and maintained infrastructure in support of the Evidence

Management System installation.
 
Subject Matter Experts
 
The Subject Matter Experts (SME or Super Users) are the core group of users involved with delivery
analysis, training, and the provisioning process, including making global provisioning choices and
decisions. These members should be experienced users in the working area(s) they represent (dispatch,
patrol, etc.), and should be empowered to make decisions related to provisioning elements, workflows,
and department policies related to the Evidence Management System.
 
General Customer Responsibilities
 
In addition to the Customer Responsibilities stated elsewhere in this SOW, the Customer is responsible
for the following:
 
• All Customer-provided equipment, including hardware and third-party software, necessary for delivery

of the System not specifically listed as a Motorola deliverable. This will include end user workstations,
network equipment, camera equipment and the like.

• Configuration, maintenance, testing, and supporting the third-party systems the Customer operates
which will be interfaced to as part of this project.

• Communication between Motorola and Customer’s third-party vendors, as required, to enable Motorola
to perform its duties.
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• Active participation of Customer SMEs in project delivery meetings and working sessions during the
course of the project. Customer SMEs will possess requisite knowledge of Customer operations and
legacy system(s) and possess skills and abilities to operate and manage the system.

• Electronic versions of any documentation associated with the business processes identified.
• Providing a facility with the required computer and audio-visual equipment for training and work

sessions.
• Ability to participate in remote project meeting sessions using Google Meet or a mutually agreeable,

Customer-provided, alternate remote conferencing solution.
 
 

PROJECT PLANNING
 
A clear understanding of the needs and expectations of both Motorola and the Customer are critical to
fostering a collaborative environment of trust and mutual respect. Project Planning requires the gathering
of project-specific information in order to set clear project expectations and guidelines, and set the
foundation for a successful implementation.
 
WELCOME/IT CALL - TELECONFERENCE/WEB MEETING
 
A Project Planning Session teleconference will be scheduled after the Agreement has been executed.
The agenda will include the following:
 
• Review the Agreement documents.
• Review project delivery requirements as described in this SOW.
• Provide shipping information for all purchased equipment.
• Discuss deployment date activities.
• Provide assigned technician information.
• Review IT questionnaire and customer infrastructure.
• Discuss which tasks will be conducted by Motorola resources.
• Discuss Customer involvement in provisioning and data gathering to confirm understanding of the

scope and required time commitments.
• Review the initial project tasks and incorporate Customer feedback. 
• Confirm CJIS background investigations and fingerprint requirements for Motorola employees and/or

contractors. Required fingerprints will be submitted on Motorola provided FBI FD-258 Fingerprint cards.
• Review the On-line Training system role in project delivery and provide Customer User Name and

Access Information.
• Discuss Motorola remote access requirements (24-hour access to a secured two-way Internet

connection to the Motorola system firewalls for the purposes of deployment, maintenance, and
monitoring).

• Discuss Customer obligation to manage change among the stakeholder and user communities.
• Review deployment completion criteria and the process for transitioning to support.
 
Motorola Responsibilities
 
• Host Welcome/IT Call.
• Request the attendance of any additional Customer resources that are instrumental in the project's

success, as needed.
• Review Motorola’s delivery approach and its reliance on Customer-provided remote access.
• Provide Customers with steps to follow to register for Online Training.
• Request user information required to establish the Customer in the LXP.
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Customer Responsibilities
 
Complete the Online Training registration form and provide it to Motorola within ten business days of the
Project Planning Session.
 
• Review the received (as part of order) and completed IT questionnaire. 
• Provide a customer point of contact for the project.
• Provide data for completing the policy validation form.
• Provide LXP user information as requested by Motorola.
• Verify Customer Administrator(s) have access to the LXP.
 
Motorola Deliverables
 
• Welcome Call presentation and key meeting notes
• Send an email confirming deployment date and ST assigned email
• Communicate with the Customer via email confirming shipment and tracking information.
• Instruct the Customer on How to Register for Training email.
• Provide and review the Training Plan.
 
SOLUTION PROVISIONING 
 
Solution provisioning includes the configuration of user configurable parameters (unit names, personnel,
and status codes). The system will be provisioned using Motorola standard provisioning parameters and
will incorporate Customer-specific provisioning.
 
IN-CAR VIDEO PROVISIONING SCENARIO
 
If in-car video is a part of the system, the Motorola Application Specialist will complete the following
provisioning tasks.
 
Motorola Responsibilities
 
• Conduct a remote review of the standard provisioning database with the Customer prior to the start of

provisioning.
• Provide and review the Provisioning Export Worksheets with the Customer.
• Conduct a conference call with the Customer to review the completeness of the Provisioning Export

Worksheets prior to the start of provisioning.
 
BODY WORN CAMERA PROVISIONING SCENARIO
 
If body worn cameras are a part of the system, the provisioning of the in-car system will generally follow
the completion of the base in-car video provisioning.
 
Motorola Responsibilities
 
Configure transfer stations for connectivity to the evidence management server.
 
• Configure devices within the evidence management system.
• Check out devices and create a test recording.
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• Verify successful upload from devices after docking back into the transfer station or USB dock.
 
 
SOFTWARE INSTALLATION 
 
REMOTE SOFTWARE INSTALLATION
 
Client software will be installed one workstations and up to 5 mobile devices to facilitate provisioning
training to Customer personnel. Customer will complete software installation on the remaining
workstations and cameras.
 
Motorola Responsibilities
 
• Verify system readiness.
• Request client software.
• Deliver the pre-installation preparation checklist.
• Provide instruction on client software installation and install client software on one workstation and up

to five mobile devices.
• Provide instruction on client software deployment utility.
 
Customer Responsibilities
 
• Provide and install workstation/mobile device hardware in accordance with specifications. 
• Assign personnel to observe software installation training.
• Complete installation of client software on remaining workstations and mobile devices.
• Access online training resources identified in the Welcome/IT Call.
 
Motorola Deliverables
 
• Provide a pre-installation preparation checklist.
• Installation Guide.
• Provide training overviews on hardware/software and system administration for customers during

deployment dates.
 
 

INFRASTRUCTURE VALIDATION
 
Hardware will be installed on the network to facilitate provisioning, testing, and will be used to provide
instruction to Customer personnel after the complete software installation.
 
Motorola Responsibilities
 
• Verify that the server is properly racked and connected to the network.
• Verify that access points are properly installed and connected to the network.
• Verify that transfer stations are connected to the network and configured.
 
Customer Responsibilities
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• Verify that the server network has access to the internet for software installation and updates.
• Verify that the network routing is correct for the transfer stations and access points to communicate with

the server.
• Verify that the client computers can access the server on the required ports.
 
HARDWARE INSTALLATION
 
Physical installation of hardware (i.e. servers, cameras, Access Points, WiFi docs, etc.) is not included in
the standard scope of the solution. If a custom quote for installations is included in this purchase,
Motorola will manage the subcontractor and their deliverables as part of this SOW. Customers who
perform or procure their own installations assume all installation responsibilities including cost, oversight
and risk.
 

SYSTEM TRAINING
 
Motorola training consists of both computer-based (online) and instructor-led (on-site or remote). Training
delivery methods vary depending on course content. Self-paced online training courses, additional live
training, documentation, and resources can be accessed and registered for on the Motorola’s LXP.
 
ONLINE TRAINING
 
Online training is made available to the Customer via Motorola’s LXP. This subscription service provides
the Customer with continual access to our library of online learning content and allows users the benefit
of learning at times convenient to them. Content is added and updated on a regular basis to keep
information current. This training modality allows the Customer to engage in training when convenient.
 
A list of available online training courses can be found in the Training Plan.
 
Motorola Responsibilities
 
• Designate a LXP Administrator to work with the Customer.
• Establish an accessible instance of the LXP for the Customer.
• Organize content to align with the Customer’s selected technologies.
• Create initial Customer user accounts and a single Primary Administrator account.
• During on-boarding, assist the Customer with LXP usage by providing training and job aids as needed.
• Create and maintain user role Learning Paths defined by the Customer.
• Install security patches when available.
• Provide technical support for user account and access issues, base system functionality, and Motorola

Solutions-managed content.
• Monitor the Learning Subscription server. Provide support for server incidents.
 
Customer Responsibilities
 
• Provide user information for the initial creation of accounts.
• Provide network and internet connectivity for the Customer’s users to access the LXP.
• The customer's primary LXP administrator should complete the following self-paced training: LXP

Introduction online course (LXP0001), LXP Primary Site Administrator Overview online course
(LXP0002), and LXP Group Administrator Overview (LXP0003)

• Advise agency learners of the availability of training via the LXP.
• Ensure users complete LXP training in accordance with the Project Schedule.
• Order and maintain subscriptions to access Motorola’s LXP.
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• Contact Motorola Solutions to engage Technical Support when needed.
 
Motorola Deliverables
 
• LXP Enable
 
INSTRUCTOR-LED TRAINING (ONSITE AND REMOTE)
 
A list of Instructor-Led and Virtual Instructor-Led courses can be found in the Training Plan.
 
Motorola Responsibilities
 
• Deliver User Guides and training materials in electronic .PDF format.
• Perform training in accordance with the Training Plan.
• Provide Customer with training Attendance Rosters and summarize any pertinent observations that

may impact end user training.
 
Customer Responsibilities
 
• Supply classrooms with a workstation for the instructor (if Onsite) and at least one workstation for every

student based on the requirements listed in the Training Plan.
• Designate training representatives who will work with the Motorola trainers in the delivery of training.
• Conduct end user training in accordance with the Project Schedule.
 
Motorola Deliverables
 
• Electronic versions of User Guides and training materials.
• Attendance Rosters.
• Technical Training Catalog.
 

FUNCTIONAL VALIDATION AND PROJECT CLOSURE
 
The objective of Functional Validation is to demonstrate the features and functions of the system in the
Customer’s provisioned environment. The functional demonstration may not exercise all functions of the
system, if identified as not being applicable to the Customer’s operations or for which the system has not
been provisioned. The functional demonstration is a critical activity that must occur following the
completion of provisioning.
 
Motorola Responsibilities
 
• Conduct a power on functional demonstration of the installed system per the deployment  checklist
• Manage to resolution any documented punch list items noted on the deployment checklist.
• Provide trip report outlining all activities completed during the installation as well as outstanding follow

up items
• Provide an overview of the support process and how to request support.
• Walk through support resources, web ticket entry and escalation procedures.
• Provide a customer survey upon closure of the project.
 
Customer Responsibilities
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• Witness the functional demonstration and acknowledge its completion via signature on the deployment
checklist.

• Participate in prioritizing the punch list.
• Coordinate and manage Customer action as noted in the punch list.
• Provide signatory approval on the deployment checklist providing Motorola with final acceptance.
• Complete Customer Survey.
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